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Abstract. Digital authoritarianism—the use of information technology by authoritarian regimes to surveil, repress, and manipulate domestic and foreign populations—is on the rise globally. In Myanmar, a military coup has instituted a nightly internet shutdown and has blocked Facebook and Twitter since early February 2021. In China, facial recognition technology and a widespread mobile hacking campaign have been deployed to target and oppress ethnic minorities. Aiming to gain call logs, precise locations, contacts, photos, and other information, similar surveillance of mobile phone apps has emerged in Iran, North Korea, and Syria. In Mexico, spyware procured by the government to fight terrorism is being turned on its citizens to silence dissidents.

Countering digital authoritarianism requires not only technical innovation, but also new policy and governance strategies within the public and private sectors. To start, the US must develop a new strategic framework to combat the rise of high tech illiberals. This political and legal framework cannot be enacted without coordinated federal action. This much is clear. What remains unclear is the appropriate strategy to do so. This talk will explore the creation of such a strategic R&D agenda and policy framework.