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SYSTEMS ENGINEERS LOVE SYSTEMS & PROCESSES ...
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INTRODUCTION
Do YOU ALWAYS READ THE INSTRUCTIONS?

You HAVE DONE THIS BEFORE?
You KNow WHAT You ARE DOING?
You DON’T NEED THE USER MANUAL?

www.incose.org/symp2017



INTRODUCTION oy
... THEN YOU ARE NOT ALONE 7
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INTRODUCTION - §BUc, e

Z

WHY PEOPLE DON’T READ INSTRUCTIONS | . vy
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We Don't Have Time
| We Are Lazy

» We Already Know Everything

» We Aren't Too Bright

* We Think Common Sense is Enough
We Would Rather Call a Help Line

| Instructions Are Poorly Written |

o
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B CoNwAY’S LAW ’
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Source: http:/fwww.abesignup. com/bloglwhy-people-donteread-instructions www.incose.org/symj i




INTRODUCTION fw\./
CONSUMER BEHAVIOR THEORY 7

THE CONSUMER BEHAVIOR THEORY SUGGESTS THAT ...
IF (REQUIREMENTS SPECIFICATIONS) CONSUMPTION IS MADE TOO DIFFICULT,
THEN CONSUMERS WILL WANT TO MOVE ON TO THINGS THEY ACTUALLY FIND SATISFYING
(E.G. DESIGN, IMPLEMENTATION, TESTING).

BY PROVIDING REQUIREMENTS SPECIFICATIONS THAT ARE NOT READILY USABLE
TO CONSUMERS, AN ADDITIONAL PROCESSING BURDEN IS PLACED ON THEM,
AND CONSUMERS MIGHT SUCCUMB TO THE TEMPTATION TO
CUT THE REQUIREMENTS ANALYSIS PHASE SHORT.

CONSIDERING HUMAN FACTORS, THIS MAY RESULT IN REQUIREMENTS CONSUMERS TO MOVE ON,
STATING: “| HAVE DONE THIS BEFORE. | DON'T NEED REQUIREMENTS. | KNOW WHAT I’'M DOING!”.

www.incose.org/symp2017 6
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PROBLEM DESCRIPTION
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How the customer explained it

How the Project Leader
understood it

How the Analyst designed it

How the Programmer wrote it

How the Busipess Consultant
described it

ENGINEERING
FAILURE

How the project was
documented

What operations installed

How the customer was billed

How it was supported

What the customer reaily
needed
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PROBLEM DESCRIPTION
APPLICATION TO SYSTEMS DEVELOP/M{VENT LIFE CYCLE

and
Validation

Desi

Test, and

Project
- Verification

Test and
Integration

lec
an

Implameantation
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PROBLEM DESCRIPTION
WORK IS PERFORMED BY HUMAN BEINGS

REQUIREMENTS T Poll HANDOVER BETWEEN
DOCUMENTS ¢ ' SDLC PHASES T NGO

CUSTOMERS /
STAKEHOLDERS

\ Verification
and
Systems | . . Validation SYSTEM
ENGINEERS |_f'_|L’_'||-_'_|_-|_|'Ll_”__“_lll_”_"_"l_"-...‘I.“ v TESTERS
e .
SYSTEM _ Integration, | SysTEM
- l - . -' . . -
ARCHITECTS Design Verification INTEGRATORS

SUBJECT MATTER
EXPERTS

lmplementation e erem ELement

TESTERS

>
Time
FLow OF SYSTEM ELEMENT
REQUIREMENTS IMPLEMENTERS

www.incose.org/symp2017 10



CHALLENGE: EFFECTIVE COMMUNICATION oy

/

REQUIREMENTS DOCUMENTS SERVE AS A FORM OF COMMUNICATION Ny

|

REQUIREMENTS ,f HANDOVER BETWEEN
DOCUMENTS ‘ SDLC PHASES

COMMUNICATION

“| KNOW THAT YOU BELIEVE YOU UNDERSTAND WHAT YOU THINK | SAID,

BUT I'M NOT SURE YOU REALIZE THAT WHAT YOU HEARD IS NOT WHAT | MEANT.”
- ROBERT MCCLOSKEY

www.incose.org/symp2017 11



CHALLENGE: EFFECTIVE COMMUNICATION fw\,/
EFFECTIVE COMMUNICATION IS THE MOST CRUCIAL SUCCESS FACTOR b

“... THE MOST
CRUCIAL SUCCESS
FACTOR IN PROJECT
MANAGEMENT IS
T N ot of conmimigamons | EFFECTIVE

‘ | COMMUNICATIONS TO
ALL STAKEHOLDERS”

* PULSE OF THE PROFESSION

“THE SINGLE BIGGEST PROBLEM
IN COMMUNICATION IS THE ILLUSION
THAT IT HAS TAKEN PLACE”

- GEORGE BERNARD SHAW

www.incose.org/symp2017 Source: hitps://en wikiquote org/wiki/George._Bernard_Shaw | | 2




CHALLENGE: COMMUNICATION STRUCTURES >
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)
CONWAY’S LAW w

ORGANIZATIONAL
STRUCTURE

XXX

“ORGANIZATIONS WHICH DESIGN SYSTEMS ...

ARE CONSTRAINED TO PRODUCE DESIGNS
WHICH ARE COPIES OF THE COMMUNICATION STRUCTURES =EECTRICEES G DNDINDH =R
OF THESE ORGANIZATIONS”
- M. CoNwAY

www.incose.org/symp2017 13



CHALLENGE: COMMUNICATION STRUCTURES >

I..'y

CoNwAY’s LAw (CONT’D) el

“ORGANIZATIONS WHICH DESIGN
SYSTEMS ... ARE CONSTRAINED TO
PRODUCE REQUIREMENTS

DOCUMENTS
WHICH ARE COPIES OF THE
COMMUNICATION STRUCTURES OF THESE
ORGANIZATIONS”

Source: i

www.incose.org/symp2017 14



EFFECTIVE COMMUNICATION IS

PROJECT WORK IS PERFORMED BY
PROBLEM DESCRIPTION [z N == ey ofo U o L e CHALLENGE: EFFECTIVE C([ILLILIEINSUSTIR oo o)
WOoRK Is PERFORMED BY HUMAN BEINGS WITH EACH OTHER EFFECTIVE COMMUNICATION Is THE MosT ( SUCCESS FACTOR

DOCUMENTS - SDLC PHASES [ _ weon
o __ | CRUCIAL SUCCESS
% CUSTOMERS / FACTOR IN PROJECT
STAKEHOLDERS
Y Verifcation MANAGEMENT IS
% SYSTEMS Validation SYSTEM % ?ﬂfz };Iscs}érE%SATL%E)LLOEVéFP Eth:FantfﬁllccEﬂTlons EFFECTIVE
ENGINEERS B A\ g TESTERS
T\ Verification COMMUNICATIONS TO
ALL STAKEHOLDERS”
SYSTEM Integration, SYSTEM
% ARCHITECTS Design  Verification INTEGRATORS %
\ _ R
% SusecTMarrer | L plEmentation Fersem Ecement % “THE SINGLE BIGGEST PROBLEM
EXPERTS TESTERS
\ — IN COMMUNICATION IS THE ILLUSION
THAT IT HAS TAKEN PLACE”
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CHALLENGE: COMMUNICATION STRUCTURES % INTRODUCTION ﬁ%
Ry 7 Ny
CONWAY’S LAW o . CONSUMER BEHAVIOR THEORY =
STRUCTURE THE CONSUMER BEHAVIOR THEORY SUGGESTS THAT ...
% IF (REQUIREMENTS SPECIFICATIONS) CONSUMPTION IS MADE TOO DIFFICULT,
THEN CONSUMERS WILL WANT TO MOVE ON TO THINGS THEY ACTUALLY FIND SATISFYING
(E.G. DESIGN, IMPLEMENTATION, TESTING).
| l BY PROVIDING REQUIREMENTS SPECIFICATIONS THAT ARE NOT READILY USABLE
% % % TO CONSUMERS, AN ADDITIONAL PROCESSING BURDEN IS PLACED ON THEM,
HORGANZATIONS I LES Il SYSTEMS AND CONSUMERS MIGHT SUCCUMB TO THE TEMPTATION TO
CUT THE REQUIREMENTS ANALYSIS PHASE SHORT.
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OBJECTIVES Q\

N )
ey
CONSIDER THE HUMAN ASPECT ““Easy’ 10 Use |

INTRODUCTION
WHY PEOPLE DON'T READ INSTRUCTIONS

CONVENIENCE:

“THE STATE OF BEING ABLE TO PROCEED
WITH SOMETHING WITH LITTLE EFFORT OF
DIFFICULTY”

e

%

We Don’t Have Time
We Are Lazy

We Already Know Everything

We Aren’t Too Bright

We Think Common Sense is Enough
We Would Rather Call a Help Line

» | Instructions Are Poorly Written

o

R

J
0’0

e

%

J/
0.0

UsABILITY (ISO 9241-11):

“THE EXTEND TO WHICH A PRODUCT CAN BE
USED BY SPECIFIED USERS TO ACHIEVE
SPECIFIED GOALS WITH EFFECTIVENESS,
EFFICIENCY AND SATISFACTION IN A
SPECIFIED CONTEXT OF USE”

b

%

]

-

4

L)

L)
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OBJECTIVES
CONSIDER CONWAY'’S LAW

_: > RFP jl>
SUPPLIER
Project Chief PROJECTIZED
°°°'di"a“°"x Executive ORGANIZATION
o= -~

Project
Coordination

- - -~ ~ Y N
¢ | | \ ' | \ |
| Functional Functional Functional | I Project . Project Project
‘o Manager Manager Manager 7 | Manager : Manager Manager
— -
il e e e s e wm s = e w wE me wm wm W W= W - e wm - l l
—  Staff - Staff —  Staff : - Staff : - Staff L Staff
1 i
—  Staff —  Staff —  Staff " —  Staff I —  Staff —  Staff
1 ]
—  Staff —  Staff Staff \ —| Staff | I —  Staff —  Staff
7
(Gray boxes represent staff engaged in project activi OBJECTIVE. EFFECTIVE

COMMUNICATION BETWEEN DIFFERENT
ORGANIZATIONAL STRUCTURES 10

Source: Project Management Institute. 2013. A Guide to the Project Manz boxes represent staff engaged in project activities)

Body of Knowledge (PMBOK® Guide). Fifth Edition. Figures 2-1 and 2-5
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OFFERED SOLUTION

PRINCIPLES OF COMMUNICATION

Sender

>

Encode

Message

%l Transmit

—>

e

\\

Receiver

Decode

THE SENDER IS RESPONSIBLE TO ENSURE THAT THE RECEIVER UNDERSTANDS THE MESSAGE

www.incose.org/symp2017
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OFFERED SOLUTION @\
Goob COMMUNICATION (PRESENTATION) SKILLS bt

IT IS ALL ABOUT

YOUR As THE SENDER, TAILOR YOUR MESSAGE
AUDIENCE TO YOUR AUDIENCE (RECEIVER)

www.Incose.org/symp2017 21



OFFERED SOLUTION
BASIC PRINCIPLES OF EFFECTIVE COMMUNICATION

> DEFINE WHAT
o EXPECTED OUTCOME / DELIVERABLES

» DEFINE WHO
0 ALLOCATE RESPONSIBILITY / ACCOUNTABILITY
> DEFINE WHEN
o SPECIFY THE DUE DATE / MILESTONE
"THE MAGICAL NUMBER SEVEN,

» DEFINE HOW (IF DESIRED) PLUS OR MiNUS TWO: SOME
o DEFINE ACTIVITIES, CONSTRAINTS, ETC. LIMITS ON OUR CAPACITY FOR

> STRUCTURE IT PROCESSING INFORMATION®
o GROUPS REQUIREMENTS BY RECEIVER

o CONSIDER THE MAGICAL NUMBER 7 % 2

- GEORGE A. MILLER

Source:
https://en.wikipedia.org/wiki/
The Magical Number Seven, Plus or Minus Two 22
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OFFERED SOLUTION

EXAMPLE: REQUEST FOR PROPOSAL (RFP)

Acquirer

X

X

RFP

A

X

X

X

Encode

!
=)

‘\ [ 4 J/

Supplier

X

X

Transmit

Decode

A ‘ THE ACQUIRER IS RESPONSIBLE TO ENSURE THAT THE SUPPLIER UNDERSTANDS THE RFP I
M L A i LI AL e



OFFERED SOLUTION
EXAMPLE: REQUEST FOR PROPOSAL (CONT’D)

FUNCTIONAL
ORGANIZATION

4

| “TRANSLATE”

t
°°°°°°°°°°° N m \ m
-------------------------- - pmmm—n-

[ 1 \ [ | 1
Functional Functional Functional 1 Projec Project Project
Manager Manager Manager ¢ . | Manager Manager Manager R

-------------------------- -
] ! e ]
[oar ] 4 s ] s ]
[ st ] [ srr_] [_surt_] [ st |, [ st ] EN
(Gray boxes represent staff engaged in project activites) N m oo - -
(Gray nt staff engaged in project

WHAT DOES IT
Mean To ME?

WHAT DOES IT

Mean To YOU?

www.incose.org/symp2017
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OFFERED SOLUTION
EXAMPLE: REQUEST FOR PROPOSAL (CONT’D)

X

FUNCTIONAL
ORGANIZATION

4| B

X

4

THE ACQUIRER IS RESPONSIBLE TO ENSURE
THAT THE SUPPLIER UNDERSTANDS THE RFP

| “TRANSLATE” |

J
o

il

—l Requirement #1 I—

Requirement #2
- —I Requirement #n I—

WHAT DOES IT
Mean To ME?

—

L [LHE) |




OFFERED SOLUTION
TRANSLATING (ENCODING) THE REQUIREMENTS SPECIFICATION MESSAGE

|1.0

SENDER 1 |

. 1.1
Acquirer

1.2

WHAT DOES IT gem
Mean To ME? rement n

1.3

TorPiCc 1

e Requirement1
e Requirement 2
e Requirementn

ToPIC 2

Requirem

4

. Requiremiﬂ“TRANSLATE” |

e Requirem

TorPICN

Z

e Requirementn

1.0 RECEIVER1

ey

Wy

> 1.1

WHAT DOES IT

Mean To YOU?

=

SENDER 1 REQUIREME
1.1.1 Deliverables | WHAT

Supplier

e Requirement 1
e Requirement 2
e Requirementn

1.1.2 Due Dates

e Deliverable 1
e Deliverable 2
e Deliverablen

»| 1.2

SENDER 2 REQUIREMENTS |

:I 1.3 SENDER 3 REQUIREMENTS I

:

| Structure I

|2.0 SENDER2 |
21 Toric1
22 Toric2
23 TopicN
|3.0 SENDERN |
3.1 Toric1
‘ SENDER FOCUSED \ 32  ToPic 2
REQUIREMENTS 33  ToricN

—

fw.incose.org/s

!

RECEIVER FOCUSED
REQUIREMENTS 6




OFFERED SOLUTION

Two STEP PROCESS

RECEIVER 1

1.1  SENDER1
1.2  SENDER2
1.3 SENDERN
RECEIVER 2

21 SENDER1
2.2 SENDER2
2.3 SENDERN
RECEIVERN
3.1 SENDER1
3.2 SENDER2
3.3 SENDERN

1.0 SENDER 1 1.0 SENDER 1 1.0
1.1  REQUIREMENT 1 1.1 RECEIVER1
1.2 REQUIREMENT 2 1.2 RECEIVER 2
1.3 REQUIREMENT N 1.3 RECEIVERN
2.0 SENDER 2 2.0 SENDER 2 2.0
2.1 REQUIREMENT 1 :> 21 RECEIVER1
2.2 REQUIREMENT 2 2.2 RECEIVER2
2.3 REQUREMEN‘ STEP 1: ALLOCATE \ 2.3 RECE:I STEP 2: REORGANIZING I
3.0 SENDER N REQUIREMENTS 0 SENDER REQUIREMENTS 0
3.1 REQUIREMENT 1 3.1 RECEIVER1
3.2 REQUIREMENT 2 3.2 RECEIVER 2
3.3 REQUIREMENT N 3.3 RECEIVERN
ACQUIRER (SENDER) SOME SUPPLIER
‘ FOCUSED \ CONSIDERATION

FULL SUPPLIER
CONSIDERATION

/



PROGRESS oy
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* Problem Description

» Objectives

*» Offered Solution

* Practical Example
*» Other Applications

s Summary
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PRACTICAL EXAMPLE oy

‘I RN D
STAKEHOLDER REQUIREMENTS: SAFETY & SECURITY TEAMS I
11.0 SENDER1 | »{1.0 HAZARD ANALYSIS |
| 11 Topic1 | 11 SLP&FALL
REQUIREMENTS e Requird SAFETY TEAM I e Slip & Fall - Mitigation 1
ORIGINATOR #1 . Requirel—rzmen « Slip & Fall - Mitigation 2
’ e Requirementn 12  FRE
& 1.2 Toric2 e Fire — Mitigation 1
e Requirement1 e Fire — Mitigation 2
e Requirement 2
‘ e Requirementn 1.3 TopcN SAFETY MITIGATIONS
@ e Requirementn (REQUIREMENTS)
1.3 TorPicN I
e Hequirementi 2.0 THREAT ASSESSMENT |
e Requirement 2 2.1 INTRUSION
| * Requiremen e Intrusion — Mitigation 1
I 20 SENDER 2 |/I e [ntrusion — Mitigation 2
: 21  Toric1 2.2 EXPLOSION
REQUREMENTS | . . | Securmy Team | e Explosion— Mitigation 1
ORIGINATOR #2 ' . ion — Mitigati
| 23 Topic N Explosion — Mitigation 2
23 TopicN SECURITY MITIGATIONS
3.0 SENDERN e Requirementn ‘ (REQUIREMENTS)
3.1 TOP|C 1 [TT7=—T7T 29

32 ToPic 2 3.0 SENDERN ‘



PRACTICAL EXAMPLE
STEP 1: [ANALYSIS &] ALLOCATION OF REQUIREMENTS

11.0 SENDER1 |

| 11 Toric 1
REQUIREMENTS . Requirl SAFETY TEAM |
ORIGINATOR #1 e Requiremen

»{1.0 HAZARD ANALYSIS |

1.0 HAZARD ANALYSIS

11 SuprP&FALL

SUPPLIER 1 |

/l 1.1

e | slip & Fall - Mitigation 1 |/

e Requirementn

1.2 Toric 2

e Requirement 1
e Requirement 2
e Requirementn

1.3 TorPiCN

e Requirement 1
e Requirement 2
e Requiremen

. I Slip & Fall — Mitigation 2

e Slip & Fall — Mitigation 1
e Fire —Mitigation 2

1.2 FIRE 1.2

SUPPLIER 2 |

e | Fire — Mitigation 1
e | Fire — Mitigation 2

1.3 ToricN

e Requirementn

SAFETY MITIGATIONS
(REQUIREMENTS)

e Slip & Fall — Mitigation 2
e Fire —Mitigation 1

SUPPLIER N

e Requirementn

2.0 THREAT ASSESSMENT I

&
SENDER 2 [

A
-

2.0 THREAT ASSESSMENT

21 INTRUSION

SUPPLIER 1 |

e |ntrusion — Mitigation 1
e Explosion — Mitigation 2

2 EXPLOSION

2,
| SECURITY TEAM |

/yl 2.1
« [intrusion — Mitigation 1 |
e | Intrusion — Mitigation 2 |\
2.2

SUPPLIER 2 |

B 21 Toric1
EQUIREMENTS 29 Topic2
ORIGINATOR #2
I 23 TopricN
3.0 SENDERN
31 Toric1

3.2 Toric2

« | Explosion — Mitigation 1

e | Explosion — Mitigation 2

2.3 TopicN SECURITY MITIGATIONS
e Requirementn (REQUIREMENTS)

e Intrusion — Mitigation 2
e Explosion — Mitigation 1

SUPPLIER N

e Requirementn

|"|‘J'_V

3.0 SENDERN ‘

\\
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PRACTICAL EXAMPLE
STEP 2: REORGANIZING OF REQUIREMENTS

11.0 HAZARD ANALYSIS |
| 11 SUP&FALL

I SAFETY TEAM I e | Slip & Fall - Mitigation 1

-

. I Slip & Fall — Mitigation 2

1.2 FIRE
e | Fire — Mitigation 1
e | Fire — Mitigation 2

1.0 HAZARD ANALYSIS

/yl 1.1  SuPPLIER1 |

e Slip & Fall — Mitigation 1

e Fire —Mitigation 2

1.2 SUPPLIER 2 |

e Slip & Fall — Mitigation 2
e Fire —Mitigation 1

1.3 ToricN

e Requirementn

e Requirementn

SAFETY MiicaTioNs | SUPPLERN
(REQUIREMENTS)

2.0 THREATASSESSMENTl
21 INTRUSION

e | Intrusion — Mitigation 1

-

e | Intrusion — Mitigation 2

N

EXPLOSION

2.2
I SECURITY TEAM I « | Explosion — Mitigation 1

e | Explosion — Mitigation 2

4

2.0 THREAT ASSESSMENT

/yl 21 SuPPLIER1 |

e |ntrusion — Mitigation 1

e Explosion — Mitigation 2

2.2 SUPPLER2 |

e Intrusion — Mitigation 2

e Explosion — Mitigation 1

WWW.INCOS&-

23 TopcN SECURITY MITIGATIONS
e Requirementn (REQUIREMENTS)

SUPPLIER N

e Requirementn

3.0 SENDERN

\\

31
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PRACTICAL EXAMPLE o

al AN
. vy
STEP 2: REORGANIZING OF REQUIREMENTS
I 1.0 HAZARD ANALYSIS I 1.0 HAZARD ANALYSIS 1.0 SUPPLIER 1 |
| 1.1 SuP &FALL /yl 1.1 SUPPLIER 1 1.1 HAZARD ANALYSIS
I SAFETY TEAM I . I Slip & Fall — Mitigation 1 I/ e Slip & Fall — Mitigation 1 e Slip & Fall — Mitigation 1
. I Slip & Fall — Mitigation 2 e Fire — Mitigation 2 e Fire — Mitigation 2
1.2 FRE 1.2  SUPPLIER 2 1.2  THREAT ASSESSMENT
. | Fire — Mitigation 1 e Slip & Fall — Mjtigatfon 2 e Intrusion — Mitigation 1
. | Fire — Mitigation 2 e Fire —Mitigatio e Explosion — Mitigation 2
1.3 TorPiC N SAFETY MITIGATIONS SUPPLIER N 1.3 SENDER N
e Requirementn (REQUIREMENTS) e Requirement e Requirementn

4
2.0 THREAT ASSESSMENT I 2.0 THREAT ASSE#SMENT 2.0 SUPPLIER 2 |

2.1 INTRUSION /y| 21 SuPPLEER1 | 2.1 HAZARD ANALYSIS
e | Intrusion — Mitigation 1 I/ e Intrusion — Mitiga#6n 1 e Slip & Fall - Mitigation 2
. I Intrusion — Mitigation 2 |\ e Explosion — M#igation 2 e Fire —Mitigation 1

2.2 EXPLOSION 2.2 SUPPLIER 2 I 2.2 THREAT ASSESSMENT

I SECURITY TEAM I . | Explosion — Mitigation 1 e Intrusion — Mitigation 2 e Intrusion — Mitigation 2
. | Explosion — Mitigation 2 e Explosion — Mitigation 1 e Explosion — Mitigation 1
e Requirementn (REQUIREMENTS) e Requirementn e Requirementn
VvV VvV VV.T I | 32

3.0 SENDERN ‘



PRACTICAL EXAMPLE
FLOW OF REQUIREMENTS

| SAFETY TEAM |

| SECURITY TEAM I

\\

o4

1.0 HAZARD ANALYSIS 1.0 HAZARD ANALYSIS 1.0 SUPPLIER 1

11 SupP&FALL 11  SUPPLIER1 1.1 HAzARD ANALYSIS

e | Slip & Fall — Mitigation 1 Slip & Fall — Mitigation 1 } B Slip & Fall - Mitigation 1
I o | Slip & Fall — Mitigation 2 Fire — Mitigation 2 | 4 Fire — Mitigation 2

1.2 FIRE SUPPLIER 2 1.2  THREAT ASSESSMENT
e | Fire — Mitigation 1 Slip & Fall — Mitigation 2 e | Intrusion — Mitigation 1 |
e | Fire — Mitigation 2 Fire — Mitigation 1 Explosion — Mitigation 2 I

1.3 ToPICN 1.3 SUPPLIER N 1. ENDER N
e Requirementn e Requirementn e Requirementn

2.0 THREAT ASSESSMENT 2.0 THREAT ASSESSMENT PLIER 2

2.1 INTRUSION 21 SUPPLIER 1 21 D ANALYSIS
e | Intrusion — Mitigation 1 = l>| Intrusion — Mitigation 1 Slip & Fall — Mitigation 2 |
e | Intrusion — Mitigation 2 Explosion — Mitigation 2 e | Fire— Mitigation 1

2.2 EXPLOSION SUPPLIER 2 2.2 THREAT ASSESSMENT
e | Explosion — Mitigation 1 Intrusion — Mitigation 2 : ->| Intrusion — Mitigation 2 |
« | Explosion — Mitigation 2 =] Explosion — Mitigation 1 | =P Explosion — Mitigation 1 |

23 TorPicN 2.3 SUPPLIERN 2.3 SENDERN
e Requirementn e Requirementn e Requirementn

\A B ABAELLEAAA A A4 ] vl ]IIIrJl_U TT
) SENDERN
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1.0

I Safety Team I

HAZARD ANALYSIS
1.1 SuP&FALL

.0 HAZARD ANALYSIS
11 SupPPLER1

e | Slip & Fall - Mitigation 1 }
e | Slip & Fall — Mitigation 2

Slip & Fall — Mitigation 1
e | Fire— Mltiﬁation 2

I Security Team I

1.0 SUPPLIER 1
1.1 HAZARD ANALYSIS

e Slip & Fall — Mitigation 1
e Fire —Mitigation 2

11.2  THREAT ASSESSMENT |

e [ntrusion — Mitigation 1
e Explosion — Mitigation 2

11.3

e Operational Requirement 3

11.4 SENDERN |

e Requirementn

OPERATIONAL REQUIREMENTS I‘ <

e Operational Requirement 1

I Operations I

« [Operational Requirement 3

a T e e ——al

1.2 FIRE SUPPLIER 2
o | Fire — Mitigation 1 Slip & Fall — Mitigation 2
o | Fire — Mitigation 2 ==p| Fire — Mitigation 1
1.3 TopPicN 1.3 SuprpPLEERN
e  Requirementn * Requirementn
2.0 THREAT ASSESSMENT .0 THREAT ASSESSMENT
21 INTRUSION 21 SUPPLIER 1
e | Intrusion — Mitigation 1 } Intrusion — Mitigation 1
. I Intrusion — Mitigation 2 |\ Explosion — Mitigation 2
2.2 EXPLOSION SUPPLIER 2
« | Explosion — Mitigation 1 Intrusion — Mitigation 2 |
« | Explosion — Mitigation 2 == Explosion — Mitigation 1 |
2.3 ToPICN 2.3 SUPPLIER N
e Requirementn e Requirementn
3.0 OPERATIONAL REQ. .0 OPERATIONAL REAQ.
3.1  STAKEHOLDER 1 3.1 SuPPLEER1
e [ Operational Requirement 1 . | Operational Requirement 1
e [ Operational Requirement 2 Operational Requirement 3
3.2 STAKEHOLDER 2 2 SUPPLIER 2

. | Operational Requirement 2
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OTHER APPLICATIONS
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APPLICATION TO TECHNICAL MANAGEMENT .

‘l RN D
\ [} #
[1.0 MILESTONES |
1.1 MATERIAL SOLUTION ANALYSIS PHASE (MILESTONE A) l
e Requirementl [1.0 DELIVERABLES |
* Requirement 2 1.1 CONCEPT OF OPERATIONS l
e Requirementn
e Requirement 1 I 1.0 TESTING I
1.2 TECHNOLOGY DEVE e Requirement 2 11 FACTORY TESTING
e Requirement1 e Requirementn .
e Requirement 1
e Requirement 2 )
) 1.2 SYSTEM REQUIREME e Requirement 2
e Requirementn )
e Requirement 1 * Requirementn
1.3  ENGINEERING & MA .
* Requirement 2 1.2  INTEGRATION TESTING
e Requirement 1 e Requirementn
. e Requirement 1
e Requirement 2 _
e Requirementn 1.3  SYSTEM ARCHITECT! e Requirement 2
. Requirement n
e Requirement 1 ¢
1.4  OTHER MILESTONES q .
. * Requirement2 1.3  SYSTEM TESTING
e Requirementn e Requirementn
— e Requirement 1
irement 2
THE SENDER IS RESPONSIBLE TO ENSURE THAT THE RECEIVER UNDERSTANDS THE MESSAGE |
irement n
(WHAT DOES IT MEAN TO YOU)
T ———,
. 1.4  OTHER TESTING
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SUMMARY

PROBLEM DESCRIPTION CHALLENGE: EFFECTIVE COMMUNICATION @,\ CHALLENGE: COMMUNICATION STRUCTURES
WOoRK Is PERFORMED BY HUMAN BEINGS EFFECTIVE COMMUNICATION Is THE MosT CRUCIAL Success FACTOR 2 CONWAY’S LAw

- S TZ A G S . [N—
DOCUMENTS g SDLC PHASES CRUCIAL SUCCESS

FACTOR IN PROJECT
MANAGEMENT IS

CUSTOMERS /
STAKEHOLDERS
SYSTEMS
ENGINEERS

Verification
an
Validation

THE HIGH COST OF LOW PERFORMANCE;
THE ESSENTIAL ROLE OF COMMUNICATIONS EFFECTIVE

COMMUNICATIONS TO

7 ‘ ALL STAKEHOLDERS”
Sys SYSTEM
X G %
‘w — “ORGANIZATIONS WHICH DESIGN SYSTEMS
% SUBJEECT e | 1 S“T;M = % “THE SINGLE BIGGEST PROBLE ARE CONSTRAINED TO PRODUCE DESIGNS“. P ! A C
XPERTS 'OWER IR AR
— _Tme ¢ N COMMUNICATION IS THE ILLL:,SION WHICH ARE COPIES OF THE COMMUNICATION STRUCTURES ‘
T STeTeRETEEN] THAT IT HAS TAKEN PLACE "
% OF THESE ORGANIZATIONS
- GEORGE BERNARD SHAW - M. ConwAY

INTRODUCTION = OFFERED SOLUTION > .| OFFERED SOLUTION (T
2
" CONSUMER BEHAVIOR THEORY .

PRINCIPLES OF COMMUNICATION GooD COMMUNICATION (PRESENTATION) SKILLS

THE CONSUMER BEHAVIOR THEORY SUGGESTS THAT ...

IF (REQUIREMENTS SPECIFICATIONS) CONSUMPTION IS MADE TOO DIFFICULT,
THEN CONSUMERS WILL WANT TO MOVE ON TO THINGS THEY ACTUALLY FIND SATISFYING IT IS ALL ABOUT
(E.G. DESIGN, IMPLEMENTATION, TESTING).
YOUR AS THE SENDER, TAILOR YOUR MESSAGE
BY PROVIDING REQUIREMENTS SPECIFICATIONS THAT ARE NOT READILY USABLE AUDIENCE 70 YOUR AUDIENCE (RECEIVER)
TO CONSUMERS, AN ADDITIONAL PROCESSING BURDEN IS PLACED ON THEM, [Encode — Transmit F—>[becode |
AND CONSUMERS MIGHT SUCCUMB TO THE TEMPTATION TO
CUT THE REQUIREMENTS ANALYSIS PHASE SHORT.
THE SENDER IS RESPONSIBLE TO ENSURE THAT THE RECEIVER UNDERSTANDS THE MESSAGE I
CONSIDERING HUMAN FACTORS, THIS MAY RESULT IN REQUIREMENTS CONSUMERS TO MOVE ON,
STATING: “| HAVE DONE THIS BEFORE. | DON’T NEED REQUIREMENTS. | KNOW WHAT I’'M DOING!”.
20
OFFERED SOLUTION OFFERED SOLUTION @\ PRACTICAL EXAMPLE Q\
y )
EXAMPLE: REQUEST FOR PROPOSAL (CONT’D) Two STEP PROCESS = FLow OF REQUIREMENTS =
1.0 SENDER1 1.0 SENDER1 1.0 RECEIVER1 10 :"1‘“:'; ;‘;“‘”s's 10 :‘1‘2“:" A"‘:'-Ys's 40 f:’”:'“ ‘M |
% 1.1  REQUIREMENT 1 11  RECEVER1 11  SENDER1 : ,L | u s AL:: -
1.2 REQUIREMENT 2 1.2 RECEIVER2 1.2  SENDER2 .

SUPPLIER 2
THE ACQUIRER IS RESPONSIBLE TO ENSURE

1.3 REQUIREMENTN 13  RECENERN 1.3 SENDERN % 12 Fre

. I~ : =
THAT THE SUPPLIER UNDERSTANDS THE RFP 2.0 SENDER2 2.0 SENDER2 2.0 RECEIVER2 .
“TRANSLATE”
21 REQUREMENT 1 21  RECENER1 21 SENDER1 13 TopcN 13 SuppLERN
2.2 REQUIREMENT 2 2.2 RECENVER2 22 SENDER2 ‘ - EEE o Requirementn
% m 23 REQUREMENT 3o ALioore 23  RECENG— 23  SENDERN 2.0 THREAT ASSESSMENT |20 THREAT ASSESSMENT
== = [ = o e Frro 21 INTRUSION 21 SUPPLER1 R
3.0 SENDERN Jo SENDER N lo RECEIVERN N e ] T
T N 31  REQUIREMENT 1 31 RECEVER1 31 SENDER1 . =TI ©
Mean o ME? = =5 3.2 REQUIREMENT 2 32 RECEVER2 3.2 SENDER2 EXPLOSION SUPPLIER 2 S FEATASSESSMENT
3.3  REQUIREMENTN 3.3 RECEVERN 3.3  SENDERN .
o TorPicN 2.3  SUPPLIERN 2.3 SENDERN
=5 ACQUIRER (SENDER) PPLER PPLER . EET— + Reaurementn i ——
— 1 Focusen CONSIDERATION CONSIDERATION

) SENDERN
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