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Abstract

The global supply chain is a complex system of system relying on other complex systems of systems (SoS) to achieve
their goals. To take a typical example, Enterprise A is supplied essential parts on a regular basis to manufacture its
products. To place the order requires global financial systems, integrated email systems, the internet, multiple
telecommunications systems, supply software provided by large companies. To deliver the parts may require air and
maritime transportation systems, the rail network, interstate highway systems, road haulage companies, and state and
local transportation systems. When these complex systems fail, the impact can be global, and the results catastrophic.
Recent examples were the shortage of Personal Protective Equipment (PPI) during the COVID pandemic, computer
chip shortages delaying the assembly and sales of cars, and most recently the baby formula shortage. These were due
to disruptions in the supply chain caused by an overreliance on single sourced suppliers who failed to deliver,
transportation disruptions, outsourcing of critical parts, supplies, and medicines to distant countries, and an
overreliance on “Just In Time” for inventory management. This is the case of placing too many eggs in too few
baskets, and often just one basket. In addition, counterfeit or substandard parts and products can enter the supply chain.
This has included critical mechanical parts on aircraft, chips containing spyware, and substandard or out of date
medicines substituted for the real thing resulting in serious illness and death. This complex SoS needs to be examined,
studied and understood in the same way as a mission critical system: threats, vulnerabilities, and risks need to be
identified and mitigated and assurance cases defined to ensure a solid and reliable supply chain. This paper will look at
the supply chain of an example factory system to determine how some of these problems can be predicted, prevented,
mitigated, and solved using the UAF, RAAML and assurance case techniques.
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History of the Global Supply Chain
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History of the Global Supply Chain

h(ggg Oliver, coined the terms "Supply Chain" and "Supply Chain Management” in
“Supply chain management (SCM) is the process of planning, implementing, and
controlling the operations of the supply chain with the purpose to satisfy customer
requirements as efficiently as possible. Supply chain management spans all
movement and storage of raw materials, work-in- process inventory, and finished
goods from point-of-origin to point-of-c onsumptlon (Oliver, 1982).

In reality, supply chains have always existed.

Early humans gathered in tribes and family units and started to cooperate and
specialize their sKkills.
— Usually one-on-one transactions, with people who knew and trusted one another.

— Over time the supply chain expanded attempting to remove inefficiencies by circumventing
middlemen, taxes/tariffs, or reducing the number of suppliers.

— Exchanges occurred between multiple suppliers and transporters, often incurring taxes by
the governments, and danger from bandits in route to the destinations.
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The Dynamic Supply Chain

* The driving principle behind the supply chain and all
commerce is to provide value for stakeholders and
to remain profitable.

* Throughout the evolution of the supply chain, the
enabling principles were transportation, supply,
communication, and trust.

» Currently the global supply chain has problems in all
these categories.
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Current Supply Chain Issues

« Trust/ Certification  Transportation
— Lack of proper supplier qualification — Port Congestion
— Counterfeit or substandard parts — Labor Shortages
— Substandard or out of date medicines — Infrastructure bottlenecks
— Fake critical mechanical parts on aircraft — Regulatory changes
— Chips containing spyware — Technological disruptions

— Certification of prevenance of products,
organic, no child/slave labor, sustainably
sourced, USA sourced, Fair Trade, etc.

«  Supply
— Capacity constraints
— Container shortages

— Single sources products: Chips, medicine,
PPE, etc.

« Communication
— Data silos
— Inconsistent data standards
— Information gaps
— Manual processes
— Ransomware, phishing, insider threats, etc.
— Lack of collaborative tools
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So, what do we do now?

 Transportation
— Limit the distance between buyers and providers
— Ensure backup routes and strategies are in place
*  Supply
— Minimize single sourced parts
— Increase local warehousing
— Adopt condition-based maintenance
« Communication
— Ensure visibility throughout the links of the supply chain
— Increase production metrics to properly gage demand
«  Trust/ Certification
— [Establish assurance cases for all parts of the supply chain
— Apply risk management at all levels

« Accept that the global supply chain is a complex system of systems that cannot
be controlled but can be managed if understood.
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Supply Chain Risk Management (SCRM)

SCRM is a systematic process for managing supply chain risk by
identifying susceptibilities, vulnerabilities, and threats throughout the
supply chain and developing mitigation strategies to combat those threats
whether presented by the supplier, the supplied product and its
subcomponents, or the supply chain. SCRM will be applied to all
iInformation systems and weapons systems that are designated as, or
comprised of, any of the following:

a. National Security Systems, Automated Tactical Systems, and automated weapon
systems as defined by Army regulation 25-2.

b. Mission Assurance Category | systems, as defined by Department of Defense
Instruction 5200.44.

c. Systems registered as mission critical in Army portfolio management system or
the Department of Defense’s information technology repository.

d. Other systems that the Army Acquisition Executive or CIO/G—6 determines are
critical to the direct fulfillment of military or intelligence missions.
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Modeling Systems of Systems and
Enterprises
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The Supply Chain as an SoS

Operational independence

— The supply chain is a collection of independent operators, government institutions, and international
conglomerates. They operate independently to support their individual customers. Support of the
overall is of secondary importance.

Managerial independence

— Each of the supply chain entities must comply with a variety of different standards, rules, laws and
regulations. There are various government institutions that oversee different companies. However, they
maintain their operational independence separate from that of the supply chain.

Evolutionary development

—  New systems, technologies or ConOps may be introduced by any of the companies as required to
evolve and adapt to the changing environment, latest technology needs or stakeholder requirements.
This will affect both the individual system as well as the SoS.

Geographical distribution
— The global supply chain is geographically distributed by its very definition.

Lifecycle independence

— Even within the individual companies there will be multiple system lifecycles across asynchronous
acquisition and development efforts, involving legacy systems, developmental systems, and technology
insertion to meet their customer needs.
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Importance of the SoS to the Supply Chain

Multiple levels of stakeholders
— Changes cannot simply be mandated but must be negotiated.
— Changes will take time to negotiate and implement
Multiple, and contradictory, objectives and purpose
— There is no “Common Good”. Benefits for one can adversely affect others
— Proposed changes can cause infighting delaying implementation
Multiple, different, operational priorities
— Owners, stakeholders, shareholders, customers, regulators must be consulted
— Competition is fierce between and across different entities.
Multiple System lifecycles
— Production cycles may not match demand
— ROl to replace newly installed systems is difficult
Multiple owners making independent resourcing decisions
— Competition has cut operating margins limiting discretionary funds
— In a distributed, global, supply chain, enforcement can be impossible
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Unified Architecture Framework (UAF)

 The UAF is used for defining system
architectures and system of systems
architectures

* |t Iis focused on the scope, needs, strategy,
expectations, stakeholders, and long-term plans

* |t s built on SysML, so has built-in traceability to
system development in SysML.

2-6 July 2024 www.incose.org/symp2024 #INCOSEIS 13



Taxonomy Connectivity Processes Interaction Information Parameters Constraints Roadmap Traceability
Tx Cn Pr Scenarios Is If Pm Ct Rm Tr

Metadata
md

Strategic
St

Operational
Op

Services
Sv

Personnel
Pr

Resources
Rs

Security
Sc

Projects
Pj

Standards
Sd

Actuals
Resources
Ar

TMetadata Architecture
al\)/(l?jt].?;ny Viewpoints 2
Md-Sr
Strategic Strategic
Taxonomy Structure
St-Tx St-Sr
QIR Operational Structure
Taxonomy O0-Sr
Op-Tx P

Service Taxonomy Service Structure

Sv-Tx Sv-Sr
Personnel Personnel
Taxonomy Structure

Pr-Tx Pr-Sr

Resource Taxonomy Resource Structure

Rs-Tx Rs-Sr
Security .
Security Structure
Taxonomy Sc-Sr
Sc-Tx

Project Taxonomy
Pj-Tx

Project Structure
Pj-Sr

Standard Taxonomy Standards Structure
Sd-Tx Sd-Sr

Actual Resources
Structure,
Ar-Sr

2-6 July 2024

Metadata
Connectivity
Md-Cn

Strategic
Connectivity
St-Cn

Operational
Connectivity
Op-Cn

Service
Connectivity
Sv-Cn

Personnel
Connectivity
Pr-Cn

Resource
Connectivity
Rs-Cn

Security
Connectivity
Sc-Cn

Project
Connectivity
Pj-Cn

Actual Resources
Connectivity,
Ar-Cn

Metadata

Processes ?
Md-Pr

Operational
Processes
Op-Pr

Service Processes

Sv-Pr

Personnel
Processes
Pr-Pr

Resource Processes

Rs-Pr

Security Processes

Sc-Pr

www.incose.org/symp2024 #INCOSEIS

Strategic States

St-St
Operational
Operational States Interaction
Op-St Scenarios
Op-Is

. Service Interaction
Service States

nari
Sv-St Scenarios
Sv-Is
Personnel
Personnel .
Interaction
States Scenarios
Pr-St
Pr-Is
Resource
Resource States Interaction
Rs-St Scenarios
Rs-Is

Simulation °

Dictionary * Dc
Summary & Overview SmOv

Requirements Rq

Conceptual Data Model,

Logical Data Model,

Physical schema, real
world results

Environment
Pm-En

Measurements
Pm-Me

Metadata

Constraints ®
Md-Ct

Strategic
Constraints
St-Ct

Operational
Constraints
Op-Ct

Service Constraints

Sv-Ct

Competence,

Drivers,
Performance
Pr-Ct

Resource
Constraints
Rs-Ct

Security
Constraints

Sc-Ct

Parametric
Execution/
Evaluation ®

Metadata
Traceability
Md-Tr
Strategic Deployment, Strateglc
St-Rm -
. . Traceability
Stategic Phasing St-Tr
St-Rm

Service Roadmap Service Traceability

Sv-Rm Sv-Tr
Personnel Availability,
Personnel
Personnel Evolution, Traceability
Personnel Forecast Pr-Tr
Pr-Rm
Resource evolution, Resource
Resource forecast Traceability
Rs-Rm Rs-Tr

Project Roadmap Project Traceability

Pj-Rm Pj-Tr
Standards Roadmap Standarqs
Traceability
Sr-Rm
Sr-Tr




Example Automotive Factory Model

Problem Statement: Powerhouse Engines (PE Inc.) is an
automotive supply company providing internal combustion engines.
PE Inc. finds that it has gradually become less competitive over the
years largely due to their outdated technology and largely manual
processes. Foreign and domestic competitors have started to cut
Into their business and the stakeholders are concerned that the
company's loss of market share will accelerate and that they will
eventually become insolvent. To combat this, the shareholders
have proposed an investigation into strategies and technologies
such as Augmented reality, Robotic assembly systems, 5G, Al,
Additive manufacturing, outsourcing of select manufacturlng and IT
systems, Battery technology, Data analytics, Hybrid/electric
engines, etc. These technologies will be rolled out over a 3-phase
technology deployment plan.
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High Level Manufacturing Concept for
Powerhouse Engines

Operational High Level Taxonomy [ Op-Tx HighLevelManufacturingConcept Graphics (OV-1) ]

Solution independent concepts in
the architecture

The part supplier could be an
external company, an internal
casting department, or an in-
house 3D printer.

All supply parts, and each has
advantages and disadvantages A

regarding supply chain delays, e
cost, flexibility, etc.

All 3 will be deployed over the 3 <\
phases of technology introduction. | cricompeors e

I
|
Thregten hhllenges
|
|
|
|
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Powerhouse Engines Enterprise Capabillities

* Defines what the enterprise can do, not how it does it.

* Linked to effects accomplished by the implementing systems

Strategic Taxonomy | @ St-Tx Auto Il Strategic Taxenomy Diagram (CV-2) ])
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- Manufacture Product Automation Il =
-~} —
] t e
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«Capabilitys «Capabilitys «Capabilitys © a«Capabilitys «Capabilitys «Capabilitys «Capabilitys a«Capabilitys
Factory Maintenance Governance Security Quality Management Warehousing HR Management Flexible Manufacturing Automated Assembly
]
L !
«Capabilitys @ «Capabilitys «Capabilitys «Capabilitys
Physical Security IT Security Personnel Security Parts Management
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Manufacturing Logical Performers

Operational activities
are grouped together
to define operational
performers

Deriving performers
from their activities
concentrates on
behavior before
structure

Helps prevent
“Solutioneering”
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0V-2 Operational Resource Flow Internal Description [ 0V-2 Manufacturing Context ]

«Operationz/Roles

jonall
SC : Security «OperationalRoles 6;.:'

[E14 Security Chegk Product Ext: Transporter

«OperationzlRoles «OperationzlRoles «OperationzlRoles @\

VF : Supplier Verifier — ) WH : Warehouser & IE16 Tasking  IE12 Inventory MNG : Manager
[E7 Part Manifest,

Part,
[E7 Part Manifest

«OperationalRoles

) MNT : Maintainer
Defective Part,
IE10 Defective Part Repprt
IE17 Production Report

«OperationzlRoles
PS: Part Supplier

«Operationz/Roles @
QM : Quality Manager

«OperationzlRoles é"—’
CS:Customer

IE15 Customer Reguirements Defective Product,
IE11 Defective Product Report
«OperationalRoles @
DS : Designer «OperationzlRoles
AS:Assembler

IE1 Product Design,
IEZ2 Assembly Instruction

www.incose.org/symp2024 #INCOSEIS 18



Servicing Capabilities

 Many capabilities in common

Strategic Taxonomy | @ Servicing Strategic Taxonomy ]
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( Loglstlcs Warehousmg / Part Supply ] Dlstnbutor Management

A
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Supply Chain Management Capabillities

* Multiple capabilities in common, therefore reuse of
Implementing systems, but also constrains changes

Strategic Taxonomy | @ Supply Chain Strategic Taxonomy ]J
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2-6 July 2024 www.incose.org/symp2024 #INCOSEIS




Supply Chain Operational Performers

Operational Taxonomy | @

Supply Chain Operational Taxcnomy Mapping ])

«Capabilitys
Logistics

©S:__|

«Capabilitys
Part Assurance

aExhibitsa

aCapabilitys
Parts Management

aExhibitsa

«Capabilitys
Compliance

Supply Chain Assurance

«Capabilitys

aExhibitss

aExhibitss l |¢EXhibitS:
| aExhibit|Sa |

I

|

cq:eﬂtia:ferfwnen &5 |

|
«OperationalPerformers &5
Part Assurer

|
«OperationalPerformers P
Part Manager

|
«OperationalPerformers &
Compliance Ensurer

Local Transporter |

«OperationalPerformers &5
National Transporter

«OperationalPerformers
International Transporter

&

«OperationalArchitectures 5
Supply Chain Context

wty'
Supply Chain Governance

I
I
I
| <Exhibitss
I
I

N
| «Exchibitss

|

«OperationalPerformers
Supply Chain Manager

«OperationalPerformers
Incoming Part Inspector

&

&

«Exhibitss |
\/

«Capabilitys
Supplier Management

«Capabilitys
Warehousing

«Capabilitys
Part Supply

«Capabilitys
Part Procurement

«Capabilitys
Quality Management

«Capabilitys
Communications

N
aExhibitsa I

I

M
aExhibitsa |

N
laExhibits:

|

7
| aExhibitsa

N
| a«Exhibitsa

«OperationalPerformers &5
Supplier Manager

«OperationalPerformers Py
Warehouser

«OperationalPerformers &5

Part Supplier

«OperationalPerformers &5
Part Procurer

«OperationalPerformers &5
Quality Manager

2-6 July 2024

www.incose.org/symp2024 #INCOSEIS




Supply Chain Structure

 The mapped elements are gathered into a context

Operational Taxonomy | @ Supply Chain Operational Taxonomy ]

z YT
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Supply
Chain
Interactions
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Operational Internal Connectivity | Supply Chain Context ])
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Operational Processes | Supply Chain Operaticnal Processes ]J
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Operational Processes | Supply Chain Operational Processes and performers ])
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Governance and Supplier Management

Operational Processes | Supply Chain Governance and Supplier Management ])
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Certify
Supplier
Process
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/0perational Process Flow [ Certify Supplier ]J
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«OperationalPerformers =3 «OperationalPerformers =} «OperationalPerformers & «OperationalPerformers =3 «OperationalPerformers & «OperationalPerformers & «OperationalPerformers
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e —

Customs
it Issue

[Local]

[National]

é [International]

Order
Confirmation

Order
Confirmation

Order
Confirmation

A
[ES Part Request é

b output

=

! Return Merchandise ! Compliance Return Merchandise
Authorization Check? Authorization

| T
) I

I
| [Yes] L g

& % =




’fn' s ‘2\,

UAF Security Libraries
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UAF Security Views Conceptual Meta-Model
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Exhibits
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N

Affectsin
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Owns risk
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A 4

Operational Asset

Asset Role

[ Operationa/] | Operational I [ Operational
Agent Information Role

] Operational]
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Performer

Resource ]
Information

[ Resource
Role

] [ Info Role
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)
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Enclave

These elements are serving in a
special role that makes them
capable to perform a security

process in the security domain
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Sc-Tx Security Taxonomy

This figure shows the taxonomy for some of the
security elements

Security Taxonomy | @ Security Taxonomy ]

Risks are the possibility of an adverse effect and

. . . «Posts «EnhancadSecurityControb ([
its likelihood of occurrence ey Chain mm,ﬁ R iion Strategies,

Tools, and Methods |

— Risks affect resource artifacts, capability configurations,

lcOanRiskz Assessments Prior to
t Seleption_, Acceptance,
elc. Modification, or Update
. «Risks A allitigatess Id="43"
Security Controls are a management, e system
operational, or technical control (e.g., safeguard | © cAffectss Bl S pecponent, or
. system service prior to
or countermeasure) which Protects an asset. selection, acceptance,

" . modification, or update.”
— They mitigate risks and protect assets

Resource Mitigations are a set of performers

established to manage operational or resource i Y
«block» Verify Supplier Compliance
Risks.
«OperationzslActivitys
— They are represented as an overall strategy or through Oversee Supply Chain

techniques (mitigation configurations) and procedures
(Security Processes)and other assets to satisfy security
controls
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NIST SP 800-53 Security Controls Library

UAF Reference
Library

Captures
Security Controls,

Families,
Enhanced, Efc.

Can combine
with risks,

mitigations, to
find solutions
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Security Taxonomy [ @ SR Security Taxenomy Diagram ]/l

eSecurityControlFamilys
SR - Supply Chain Risk Management

aSecurityControls
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Policy and Procedures

aSecurityControls
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Example Risk and Affected Element

The risk of Parts
Stolen in Transit
affects the
Transporters

These
eventually map
to the Logistics
capabillity
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Operational Processes | Supply Chain Logistics Operational Processes with Risks ]

I
| aMapsToCapabilitys | eMapsToCapabilitys | aMapsToCapabilitys | aMapsToCapabilitys

cOperatnonalAct ivitys /\ cOperatnonaLAct ivitys /\ cOperatnonaLAct ivitys /\- cOperatnonalAct ivitys
Move Parts Locally Move Parts Move Parts Natlonally Move Parts Internatlonally

I «l=CapableToPerforms | «|l=CapableToPerforms l ¢l=CapableToPerforms I «lzCapableToPerforms

Transporter Transporter National Transporter rnatlonal Transporter

| (A) wAffectsy (R wAffectsy | A Q Affectsy

aRizks
Parts Stolen in Transit
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Security
Controls
and

mitigating
elements
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Security Taxonomy [ @ SR-5 Enhancements ])

N

aRizks A aRizks ﬁ
Parts Stolen in Transit Lack of Critical Parts
eEnhancess /r\q).'.iti;ates: «Enhancess m«).'.iti;ates:
6, - - ---—— \ A\ I | !
«EnhancedSecurityControls v «SecurityControls 5) «EnhancedSecurityControls o)
Acquisition Strategies, Tools, and Methods | Acquisition Strategies, Tools, and Methods Acquisition Strategies, Tools, and Methods |
el o, cceiance, Documentation = "The use of the acquiSiion process Adequate Supply
I ation, or Update provides an important vehicle to protect the supply chain. Documentation = "Adversaries can attempt to
SLELIEIE 1= LA R There are many useful tools and techniques available impede organizational operations by disrupting
IR e oniles conduct including obscuring the end use of a system or system the supply of critical system components or
assessments of systems, components, component, using blind or filtered buys, requiring corrupting supplier operations. Organizations
DrOQUICES, tooks, and services to uncover tamper-evident packaging, or using trusted or controlled may track systems and component mean time to
evidence of tampering, unintentional and distribution. The results from a supply chain risk assessment failure to mitigate the loss of temporary or
e S e U LN AENCE (Y can guide and inform the strategies, tools, and methods that permanent system function. Controls to ensure
non-compliance with supply chain controls. are most applicable to the situation. Tools and techniques that adequate supplies of critical system
RAEESNIONISTINARCIOUS Code, maliclous may provide protections against unauthorized production components include the use of multiple
L UL S theft, tampering, insertion of counterfeits, insertion of suppliers throughout the supply chain for the
counterfelts. Assessments can include malicious software or backdoors, and poor development identified critical components, stockpiling spare
SRR I LRI s e practices throughout the system development life cycle. components to ensure operation during
physical inspection; stalic and dynamic Organizations also consider providing incentives for suppliers mission-critical times, and the identification of
B S G IR parlicle who implement controls, promote transparency into their functionally identical or similar components that
RS SN N VIR O, OF biack processes and security and privacy practices, provide may be used, if necessary.”
box testing; fuzz testing; stress testing; and contract language that addresses the prohibition of tainted or Identifier = "ESC1"
penetration tefshng T SR'S“D‘ Evidence counterfeit components, and restrict purchases from Id ="36"
generated during assessments is documented untrustworthy suppliers. Organizations consider providing 70 70 70
for_follow—on actions by prgamzatlonS_, Tt!e training, education, and awareness programs for personnel )
evidence generated during the organizational or regarding supply chain risk, available mitigation strategies, wsatigfy» ! '
independent assessment; of supply chain . and when the programs should be employed. Methods for | «satisfys |
elements may pe used to improve S“PP'Y chain reviewing and protecting development plans, documentation, . | )
processes and inform the supply chain risk and evidence are commensurate with the security and «OperationslActivitys N wsatiéfy»
managemgnt process. The evidence can be privacy requirements of the organization. Contracts may Ensure Surplus Critical Parts | |
leveraged in follow-on assessments. Evidence specify documentation protection requirements.” I I
and other documentation may be shared in |dentifier = "SC12" <OperationalActivitys 7~
accordance with organizational agreements.” ——— ERNeh Parts Agreement |
Id="43" i '
{ 0 " . 7 " " «OperationalActivitys
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Traceabillity from the System Design

ibd [Block] PowerSubsystem|[ Figure B.19 Internal Structure of the Power Subsystem ])
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Links From SysML Elements to Supply Chain

The Electrical Power Controller is a type of Electronics.

The Risk, Security Control, Mitigating Elements and Satisfying Processes define the
necessary Supply Chain processes.

Security Taxonomy | @ Security Taxonomy ]J

chmuiees | «Posta & | <OwnsRisks sEnhancedSecurityControb )
| Supply Chain Manager | Acquisition Strategies,

| Tools, and Methods |

| | Asses_sments Prior to

«EnhancedSecurityControls Q‘ O W Selection, Acceptance,

Component Authenticity W Modification, or Update

- ' aRizks \ SO
| Anti-Counterfeit | «Mitigatesa ) Risko A & e“""'"gat“’ Id = "43"

= Malicious Code
Scanning Counterfeit Electronics Text = "Assess the system,

Id="63" system component, or
Text = "Scan for counterfeit system service prior to

system components selection, acceptance,
[Assignment: «Frotectss = «Protectss modification, or update.”
organization-defined

frequency]."

F m«satisfy» g
7 N «satisfy» | «satisfy»

N |
«satisfy» | ~

«OperationalActivitys O

| cOpera;bnalActiv itys = ] Verify Supplier Compliance
Test Part Performance ElectricalPowerController

cOperationalActiv ity's /" «OperationalActivitys
. . i Oversee Supply Chain
First Article Inspection
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Why is This Useful?

|Iil/latg?ial
» Although supply chain M H &L &Eggilsr’gi%s@

simulation software
e)_(IStS, a SoS POV is 80% of Supply Chain Not Accounted for in
still useful Current Digital Decision Models

Digital models are missing the vast majority of the supply chain environment.

* Looking outside the
eXI Stl n g CO n teXt I S Digital models are missing the vast majority of the supply chain environment,
according to analyst firm Gartner.
always helpful

This incomplete view of the supply chain results in digital trade-off analysis

o P d S RM failing to improve decision makers’ outcomes, despite the potentially
rovides SC g totmp pitethe p

transformative capabilities of these new tools. Digital trade-off analysis includes

e a rI i e r i n th e CyCI e things such as what-if analysis, scenario modeling, or simulations. Digital trade-

off analysis offers improvements in analytical power and clarity when processes

are adhered to and enabled with high-quality data.

“The ‘digital-to-reality gap’ will continue to hamper supply chain performance
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Future Work

Create additional risks and mitigations
Add RAAML relationships to verify assurance case
Generate traceabillity tables for SysML parts list

Further investigation of Supply Chain Tools for gap
analysis

Decompose existing controls into atomic controls or
requirements

Add links to standards and guidance
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Questions?
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