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Your participation please...

Imaginary Estates Homeowners Association Rules and Regulations
Article lll: Pet Ownership

Section 8: Pet Requirements

Subparagraph 9: Each homeowner shall own a cuddly pet.

Which example is compliant to the regulation? incoso.org |2
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A Modular Open Systems Approach
(MOSA) “is an integrated business
and technical strategy to achieve
competitive and affordable acquisition
and sustainment over the system
lifecycle.”

‘0 Mandated by 10 USC §4401: Major
>4 - @ defense programs shall be designed
\l and developed, to the maximum
s | extent practicable, with a modular
M‘ D\ ~z ® open system approach - enabling

Interface

Cost Savings/ Scalability\/;lexibility/ m Od u |a rity, i n n Ovati 0 n y a n d

Avoid Adaptabilit
¢ty Consensus-| based aptablilty

il interoperability.

Security and Cyber Resilience

~

Competition

Rt
~T
.4
/V/y4

e,
Affordability & (

Reusability of

(Modular Open Systems Approach — DoD Research & Engineering,
OUSD(R&E), n.d.; Modular Open Systems Approach (MOSA) - AcqNotes, n.d.)
(Office of Systems Engineering and Architecture, 2025)
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Which MOSA Implementation is Compliant?

MOSA OSA

@ Major System Platform @ Key Interface
&) Major System Component . Interface

@ Component ¢+ Open Interface

incose.org | 4

(Zimmerman et al., 2019)
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Part of Model-Based Acquisition RFP

A collection of constructs needed to
support analysis for a domain specific
concern using a standardized approach.

Characteristics:

Usually has associated regulations,
governance that can be treated as pseudo

requirements or constraints

| Compliance Criteria i Define and Codify

‘\ DOs provide a modular
| structured approach fo
| address a domamn concem

! and means for compiance f f
'l |
l Concern &

Metadata

Analysis Algorithm

| e -

| Regulations and Policies «
r View Specification

E

f l Defined by

| Bectronic Data tem

\ Description(eDID),

| Templates & schemas

Domain Overlay

Exanples
Cyber
MOSA

DODDT
T

IP Data Rights

Nuclear Surety

Airworthiness -~

Objective Architecture
Traceability

Digital Eng Env Constraints ‘

Model Catalog - .| e

Requirement
Traceability

Cross-cutting both viewpoints/rows & aspects/columns

Supports specific analysis associated with a Domain-Specific concern

Can be created independent of a specific solution architecture description

v" Standard
>. ‘U Deavllggnfent

Organization.

Can be applied or removed from a specific architecture description without impacting the AD, hence an overlay

(Hart & Anderson, 2022, Hart & Hause, 2023)



Effective MOSA Implementations

Pre-award/

JR— et gt uier Seven step process for

v 1.Begin With the End in l

s measuring MOSA life cycle

Acquirer/Supplier MOSA Benefit
m—m.:::-.ma-lv Rk i . .
- ‘Capability and Increased Interoperability
e benefit achievement.
2. Apply MOSA Tenant:
Digital Engineering Wh :,i!,;_ o _,[,“m:m‘ Digital Engineering MOSA Baseline
Development Environment nd modularity are required? Management — Sustained Knowledge
Authoritative Source of Truth o I';;;I .
echnical Refres!
3. Identify Derived MOSA Functional Baseline Deploymart
Stakeholder Product ‘Build for Change: Secure, Responsive, Requirements Establishes Initial system performance Release
Value Scalable, Modular, Available, and SN What are the derived MOSA re sae{iﬁcaﬂmal‘ﬂﬁent‘llml interface Frequency
Affordable Functionality. MOSA stem specifications D f. d PI
Performance
Conpact Spacticnion erine an an
- Commitments 4. Conduct Program Allocated Baseline -

‘Continuous Iterative Development Planning Supporting Enhanced Incremental

5 o Maintain Technology Change and Reuse Using
with Continuous Innovation and Whetis our plan and Accutiory’

.
Competition for Technical Refresh Intllertun ropeif e e Configuration| Rapid, and Agile Development :mm M eaS u re a n d M On Ito r
achieving the MOSA Benefis and rapidly ISR Performance

Competition & Cost
Savings

deliver the mission capsbiliy? pecification
e G i Development Baseline -
= T 'y St rting Contir Ce tition,
Optimized Modularity Standards and Interfaces Program Execution . MT::M:-:N :‘M’r‘:::ln‘;'::;eml:‘lw
S = Xecute an anage
s. Tallor Your MOSA Performance
“ Implementation Metrics Specification Product Baseline -
Identify Enabling Interfaces, Supporting »
How are we progressing against our plans .
Reference Architectures and Open e on c3 al Flexibility and Reduced
Standards & IP Standards and Acquire Appropriate IBR MOSA B A S opo - - FCAfPCA

Technical Baselines, and Business
Objectives
MOSA Implementation Metrics
5. Manage Technical
Baselines

Data Rights

v Activities

MOSA and Mission

[y prr—

Requirements Model Traceability & Document Stakeholder MOSA Produce Valu
How are the MOSA featy
Traceabili e b LA implemented and verifed n the design
‘and implementation?
Steve Henry, 2023 Continuous Process Improvement and MOSA ZiMenpie EREIC ol Bulld for Change: Secure, Responsive,
Opportunity Management Benefit Achievement Program

Are we achieving and sustaining the )[R Scalable, Modular, Available, and
MOSA benefits during the product

Affordable Functionality.

MOSA Benefit Achievement Metrics

What Gets Measured and Acted Upon Gets Done ncose.org 6

(Henry et al., 2023)
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“Value can be defined as the ‘benefit
that is derived by an organization’s
stakeholder while interacting with
that organization.’” Value is
fundamental to everything that an
organization does. In fact, the only
reason an organization exists is
that it provides value to one or
more stakeholders.”

Business Architecture
Body of Knowledge
(BIZBOK)

BUSINESS ARCHITECTURE
- GUo

GGGGG
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MOSA
Compliance:
Delivering What
Matters

MOSA compliance isn’t just about
maximizing modularity or opening all
interfaces.

Under 10 U.S.C. § 4401, “fo the
maximum extent practicable” means
decomposing the MOSA pillars into
measurable benefits that can be
achieved within programmatic and
organizational constraints.

When a program demonstrates it is
meeting defined benefits that are
traceable to the MOSA pillars - and doing
so within constraints, i.e., delivering
value - it establishes a strong, defensible
case for compliance with both the law
and its intent.
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Summary and Overview [ [J] MOSA DO Use Cases ]J

«block»
MOSA Domain Overlay

Program Manager

Tri N g’f
«Post»
Program Executive Officer
Triggeri &
«Post»

Visualize strategic value realization across
MOSA pillars, goals, and objectives
Trace MOSA metric decisions to
strategic objectives

Identify and prioritize high-impact metrics
aligned to strategic objectives

Provide incremental status updates on
program office MOSA value achievement

Identify gaps between desired
effects and actual outcomes

Validate

% N > &Y
«Post»
Capability Owner
\Trigg » aT
«Posty
Systems Engineer
g
«Post»
Test Engineer

data sources
Diagnose
measurement
discrepencies

5
|

)

?’?

&

Executive (PEO): Uses the MOSA DO to
trace strategic value realization and ensure
alignment with goals, objectives, and MOSA
pillars.

Program Management (PM): Leverages
planning and status views in the MOSA DO
to identify execution risks and resource
misalignments.

Operational (Capability Owner): Applies
the MOSA DO to detect gaps between
desired effects and actual outcomes.

Engineering (Systems/Test Engineer):
Relies on diagnostic views in the MOSA DO
to assess measurement integrity and verify
data source reliability.

J



MOSA Domain Overlay Conceptual Model

An informal, lightweight ontological framework enables implementation of the MOSA Domain Overlay in a modeling language -
supporting validation rules, traceability, and query-driven analysis.

package Conceptual Modsll 55, MOSA Domain Overlay Ganceplual Madel] J

Subject - Predicates

Conceptual Model Legend
[ Type

[ inowicual

Bl Relationship.

[0 Atibute

[ value

N
\

. o \
. |costRango abol |
\
’ \
“Concepts \
Estimated Enabling Resource Gost \
\
“WConcepts -
ing Resource

~ S~
N -

/ s
’
, «Concapts
Weighted Measurement Definiti

/
’
7

~

o

~ -
-~
on

Actual Resource contains 1 Actual Enabling Resource Cost Value,
il Actual Enabling Resource achieves 1..* Actual Value Achievernent Outeome.
" MoShpian L7 iR Assessing MOSAuale deltvry status Actual Enabling Resource typed by 1 Enabling Resource.
L N S Actual Measurement Valuetyped by 1 Weighted Measurement Definition.
Y e o bt AN - - 3 s Actual Value Achievement Effect is compared to 1..* Actual Value Achievernent Outcome,
s Against Plan at Time t

Actual Value Achievement Effect contains 1..* Target Measurement Value,
Actual Value Achievement Effect typed by 1 Value Achievernent Effect.

Actual Value Achievement Outcome contains 1..* Actual Measurement Value.

Actual Value Achievement Qutcome compares to 1 Actual Value Achievement Effect.

Concepty ! N
| Actual Measurement Value ! A
.
“Concepts \
Actusl Enabling Resource Cost Valus | 1
i
on Source |~ - [ Goncapts '
~ Completeness i

T Concams !
Reliability I

Actual Value Achievement Outcome instantiates 1 Measures,

Actual Value Achievement Outcome isinformed by 1..* System Artifacts.

Actual Value Achievement Outcome typed by 1 Value Achievement Effect.

Creates Value target 1 MOGA Value Item.

Creates Value source 1 Planning Value Stream.

Creates Value specializes 1 Weighted Relationship.

Diesires Value target 1 Actual Value Achievement Effect.

Diesires Value source 1 Enabling Resource.

Desires Val o< 1 Weighted Relationship.

Enabling Capability supports 1..* System Life Cycle Value Stream.

Enabling Resource exhibits 1 Enabling Capability.

Enabling Resource is characterized by 1 Estimated Enabling Resource Cost.

Enazbling Resource desires 1..* Target Effect.

Estimated Enabling Resource Cost contains 1 Cost Range Label.

Estimated Enabling Resource Cost contains 1 Cost Value.

incose.org | 10
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MOSA Value Delivery Assessment Pattern

A UAF pattern linking value delivery to MOSA pillars - enabling programs to demonstrate objective-driven, defensible compliance.

incose.org | 11



MOSA Assessment Model Building

A set of guided workflows, accessible through fit-for-purpose views, to support program-specific MOSA Domain Overlay development

Identify and prioritize
MOSA goals, objectives,
and benefits

Map to objectives to ISO
15288 System Lifecycle
Management Process
value streams

Identify business
capabilities and
resources necessary to
realize objectives

Flow down objective
priority to benefits (value
items), information needs,

and measurements

Set target values for

measurements and
estimated costs

package Architeciure Management Processes [ 3 MOSA Domain Overlay Assessment Planning Workfow ] |

524

s

MOSA Value Analysi i Enterpri

>MOSA Value Analys iing Phase Definition

O
)
Enterprise to Planning Phase Mapping Matrix

MOSA Value Analysis Strategic Process Planning Value Stream Definition

'l
Planning Phase to Planning Value Stream Mapping Matri

Actual Value Stream Triggering Stakeholders

n
w
Value Stream Triggering Stakeholder to Value Stream Mapping Matrix

A

MOSA Objectives.

'n
MOSA Objective to MOSA Goal Mapping

MOSA Objectives to

10SA Value Item Mapping

.
'
Planning Value Stream to Objectives Mapping

-
g
Planning Value Stream to Value ltem Mapping Matrix

O
'n
Planning Value Stream to Enabling Capability Mapping Matr

s

Planning Enabling Resources Estimated Costs

Value Stream Triggering Stakeholder to Information Need Mapping Matrix .......--

[

“Information Need to Value Item Mapping Matrix

'l
Value Achievement Measurement to Information Need Mapping Matrix

Planning Estim:

i

able Benefit Effects Mapping Matrix

ctual M

Map architecture to
assess to MOSA
Domain Overlay

Identify artifacts,
e.g. system
architecture
elements or

programmatic
artifacts to measure

Assign actual
resource costs and

measurement
values

Status

package Architecture Management Processes [ 3 MOSA Domain Overlay Assessmen Statusing Workfow ]

-

B
MOSA Value Analysis Strategic Structure Statusing Phase Definition Enterprise to Status Mapping Matrix

MOSA Value Analysis Strategic Process Statusing Value Stream Definition Statusing Phases to Statusing Value Stream Mapping Matrix

. o
Statusing Value Stream to Actual Enabling Resources Mapping Matrix

Actual Enabling Resources

a

)
Actual Enabling Resources to Actual Outcomes Mapping Matrix D:

ES
g
?
e
§

&

View to Data Source Mapping Matrix 2028 Actual Outcome Values

incose.org | 12




MOSA Assessment Model Building, continued

A reusable library and built-in validation rules ensure fast, accurate, and model development

package MOSA Domain Overlay Library E"‘ MOSA Domain Overlay Library Overview ])

)

—1

Architecture Management

7 Architecture Management Structure
™7 Architecture Management Traceability

)

Personnel
™ Personnel Taxonomy

Qubv

A QuDv
[E Technology Readiness Level Kind
[¥ Percentage

Strategy
[ Strategic Motivation
[ Strategic Taxonomy
[*) Strategic Structure
[ Strategic Processes
[ Strategic States

[ Strategic Parameters
[ Strategic Traceability

Resources
[ Resources Taxonomy

[ Resources Traceability
Resources Package Overview

™ Source Documents

Source Documents

[# Implementing a Modular Open Systems Approach in Department of Defense Programs

|y Structure |5 Lock View ‘ép Diagrams. M .‘

HiB

- Criteria

€ % IR i® ! W Delete By Remove From Matrix { E3 Change Axes [ Export 1R i -~ fa iQ

Row Scope: Value Items

Column Scope:  Information Needs

i

De Criteria: ion_3,

9 Direction:  Raw to column Show Elements:

Al

gl‘

£ What are the compatibility constraints across vark &

Legend

) ModerateNeedsInformation_3
(®) StrongNeedsinformation_3
/\ WeakNeedsInformation_1

£ What components are designed for interchangeak 3
|52 What configuration steps are required for integrat f
¥ What cost-saving measures have been implement 5

4 What historical cost data is available for similar sy

¥ What is the acquisition strategy for MOSA and assi
¥ What is the average time to integrate new technol

5 What are the required standards and cybersecuri
7 What interoperability testing results are available?

4# What are the key components and interfaces, and
[l £ What are the projected lifecycle costs compared t

|5 T Value tems
' Accelerated Technology Insertion

¥ Hardened System Architecture A ®

4 Interchangeable Component Design |3 () @A

4 Interoperable System Interfaces AO ®
&' Life Cycle Competition Induced Pric @A

4 Plug-and-Play Companent Integrati O®

¥ What were the initial LCC estimates and what is th

|4¥ What vulnerabilities have been mitigated?

| What s the plan for evolution of major system cor
#¥ What percentage of components are vendor-neut

¥ What is the plan for evolution of major system components across increments?

F# What were the initial LCC estimates and what s the projected lifecycle cost compared to baseline?

i, warning
iy warning

INFO_Need__NO_DATA
INFO_Need_NO_DATA

' Vendor Lock Reduction ®
slaf -0 F -0 BRR
Element =1 Severity Abbreviation Message
B [7 MOSA Domain Overlay Validation Suite
H¥ What is the acquisition strategy for MOSA and associated IP, and do we have adequate competitian? A, warning INFO_Need__NO_DATA  The Information Need is not addressed by a Data Source

The Information Need is not addressed by a Data Source
The Information Need Is not addressed by a Data Source

incose.org | 13




Data Normalization Through Architecture Views

Architecture views normalize diverse artifacts into stakeholder-relevant insights

# Name Addressed Information Need Stakeholder | Related Measurement Supporting Information Artifact
ﬁ@ What are the projected lifecycle costs compared to baseline? &T Financial Analyst &% -LCC reduction gap : Percentage (& Gov Toaster Cost Analysis Requirements Description
A% What historical cost data is available for similar systems? &T Program Manager &1 -overall cost of ownership : currency{USD] (4 Gov Toaster LCC Analysis Report
B Ty Cost Savings Tracking View & What cost-saving measures have been implemented and how | B Contracting Officer & -missed early detection savings : currency[USD] & Gov Toaster Vendor Lock-In Analysis
do current LCC estimates compare to previous systems? &7 -reuse savings shortfall : currency[USD]
~maintenance savings gap : Percentage
£ What are the compatibility constraints across variants? £ System Engineer 5 ber of comparibility p : Integer # Gov Toaster Technology Read|
& What compaenents are designed for interchangeability and & Integration and Test & -number of interoperability issues : Integer [ Gov Toaster Open System Architecture Assessment
support plug-and-play integration? Engineer & -percent inte geable comp :Percentage  |EER 5. Adherence Quantification Metric Table
@ Ty Design and Engineering View | &7 What configuration steps are required for integration? B Software Engineer B2 —percent non plug-and-play components : Percentage

&9 -complexity of integration tasks : Real
& -average integration time : time[days]
-integration time per component : time[hours]

=)

P What is the average time to integrate new technologies and
what barriers exist to rapid prototyping and deployment?

&2 What compenents are designed for interchangeability and
support plug-and-play integration?

Integration and Interoperability
View

ZF What configuration steps are required for integration?
£5 What interoperability testing results are avallable?

£ Program Manager

F system Engineer

A Software Engineer

Br Integration and Test
Engineer

-average integration time : time[days]
&7 -integration time per component : time[hours]
—count of unresolved integration and business barriers :
Integer
=percent p : Pen
&9 -percent non plug-and-play components : Percentage
&0 -complexity of integration tasks : Real
&% -interoperability test failure rate : Real
&9 -number of interoperability issues : Integer
—percent interface standard non-compliance : Real

5 b bl

% Gov Toaster Interoperability Certification
& Gov Toaster Open System Architecture Assessment
& Gov Toaster System Integration Assessment Report

E@Whatn s are designed for interct lity and

support plug-and-play integration?

Reuse and Vendor

A System Engineer
£ Software Engineer

ble ¢

=percent interck : Percentage
&
& -percent non plug-and-play components : Percentage

[# Gov Toaster Vendor Lock-In Analysis
& Gov Toaster Open System Architecture Assessment

E & Independence View AF What percentage of components are vendor-neutral? a IEmeIgr:uon and Test &9 -percent non vendor-neutral components : Percentage
ngineer
£ Program Manager

ﬁ What are the required standards and cybersecurity BT Cybersecurity E 5 ber of vul bilities identified : Integer (& Gov Toaster Cybersecurity Compliance Matrix
E Uy Risk and Security View requirements? FE System Engineer &1 -remaining risk after mitigation : Real & Gov Toaster Mission-Based Cyber Risk A

IE? What vulnerabilides have been d? [ Gov Toaster RMF Security Authorization Package

P What are the key components and interfaces, and which H' System Engineer 87 -percent interfaces not applying standard : Real 5. Adherence Quantification Metric Table
@ % Standards and Compliance View adhere to the specified open standards? BT Software Engineer & -percent interface standard non-compliance : Real [# Gov Toaster Open System Architecture Assessment

&9 -percent non vend tral p : Per o % Gov Toaster Cybersecurity Compl Matrix

incose.org | 14



Prioritizing What

Matters

Objectives are traced to value items
via value streams, which vary in
strength of value creation. Value
items map to information needs, and
those to measurements—each step
weighted using a 9-3-1 scale. This
cascade enables traceable,

prioritized measurement of value.

Enabling resources are similarly
mapped to desired effects to assign

responsibility and cost.

Resource influence

|
EEEUE(JEKE\‘ZBEZ'JEEEEEEUEEEJ

on measured
outcomes

Legend
% StrongCreates_9
/' WeakCreates_1

pet

(& value Items ©

@ Life

| Vendor Lock Redy |

5 Valoe Sweams Legend g L] ] E] e
[ Plan - Acquisition Process Value Stream : Performidl @ Moderately Desires Ewyg?l 2 [
|% Plan - Archatecture Defintion Process Value Strea / R @ g sal g
[ Plan - Business and Mission Analysis Value Strea /" Strongly Desires Lt 2% 88 %

Human Resource Management Process Val 7 Weakly Desires £E888=&
Knowledge Managgmact Beacace iatun sl | S x 2 % %% x
Life Cycle Model M Legend & (& Information Needs ERE A
Perform Sysiem Re ~ ModerateNeeds... £x=zz=z:=3

tcccce

Portfolio Managem| % StrongNeedsInf...
Project Planaing Prl / WeakNeedsinfo...
Quality Managerme|
Stakeholder Needs
- Supply Process Val

/s Ramb
/% Ramb
A Rambl

|E Tl Enabling Resources

©* Contract Management Capability Config
Cybersecurity Risk Management Capability Config
@* Missian Engineering Capability Canfig

©* Program Management Capability Config

@ System Architecture Management Capability Config

ModerateNeedsMeasurem...
4 % strongNeedsMeasurement
! WeakNeedsMeasurement

£5 171 Information Needs

J & Are the modular open sys:
B T Value fiems
 Life Cycle Comp d
& Vendor Lock Re

@* System Integration Management Capability Config
g\ Systems Engineering Capability Config
@ Test and Evaluation Capability Canfig

if# Are the modular open systems strategy and funct

D How do the current LCC es

7 How do the current LCC es|
7 What are the key compoae|
# What are the MOSA obje
7 What are the required stay
i What historical cost data is
5 What s the acquisition stra
7 What s the available budg
2 What is the minimum set of

Objective to
measurement priority
flow-down

incose.org | 15



Executive

Aggregates
weighted
performance
and cost
Applies penalty
for cost overruns
Binary value
achievement:
Yes/Partial/No

Swp (L
wi

Cactual

B2 it (1' Cestimated

Program
Management

Scores enabling
resources by
cost and
measurement
priority
Normalized risk
ranking: Low /
Medium / High

Risk Scoregp = Z Cj-Wj-pj

J

Operational

Compares
desired vs.
actual
performance
Highlights
weighted
performance

gaps

Am = dm —Qn

Engineering

Evaluates data
completeness
and reliability
Computes data
risk weighted by
measurement
priority

pataRisk = P (1 ——2). (2
ata sk = 100/ \R
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Framework
In Action

A notional toaster upgrade scenario illustrates how
structured value assessment leads to actionable insight
into MOSA compliance.

RAMBLIN vllgﬁfs:K
ISIT
s> | MILITARY-GRADE ACQU
)| TOASTER UPGRADE MOS A
_PROGRAM
‘ 2 i v/ Perfectly golden brown
\ toast 95% of the time
v Remote toast monitoring

via secure satellite

v Interface standardization
(accepts standard-issue
bread slices)

v Modularity (swappable
heating colls)

v Open standards
(NATO Toas! Protoco| v2.1)

v Lifecycle affordabilj
(bulk bread discountst)y

Measurable busine
SS V.
(reduced toast downti mael)lle
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Scenario

Upgrade fielded toasters to meet operational and compliance needs

# Motivating Pillar Traced To A Name Text Benefit Priority
™ Pillar-1 Establish Enabling Goal-5 Enable IReduce and testing costs by X% Life Cydle Competition
[I Environment F Cost Savings/Cost [Achieve Cost Savings and rough component reuse within the next y years. - Induced Price Reduction 0.0484
A\ Plllar-5 Certfy Conformance | Avoldance/Schedul schedule Reduction from Life Cycle Cost .
e Reduction Target(s)
™ Pillar-1 Establish Enabling H Goal-1 Improve [Ensure X% compliance with standardized ; Interoperable System
Environment Interoperabiliity across all modules by \4 Interfaces
Oyy.
[i ™ Cpllhr;:s:?:sﬁ Open Achleve Seamless Interoperabliity 0.1053
Standards
|é Pillar-5 Certify Conformance
™ Pillar-1 Establish Enabling Goal-6 Enable [Ensure X% of modules can be integrated and + Plug-and-Play
Environment £ Plug-and-Play replaced within 24 hours by 20yy. (9 Component Integration
 p Pllar-2 Employ a Modular Capabilty
Design
E ™ Pillar-3 Designate Modular [Enable Plug-and-Play Capabllity 0.1053
Interfaces
Plllar-4 Leverage
| A\ Consensus-Based Open
Standards
™ Pillar-1 Establish Enabling F Goal-7 Ensure IAchieve X% compatibility of components from - Interchangeable
Environment € Interchangeability different vendors by 20yy. \4 Component Design
™ Plllar-2 Employ a Modular
Deslon [Ensure Interchangeabilty of
[¢ |, Pilar-3 Designate Modular nsure 'nterchangea 0.1053
A Interfaces [Components
Plllar-4 Leverage
| A\ Consensus-Based Open
Standards
™ Plllar-1 Establish Enabling Goal-10 Foster IReduce rellance on specific vendors by x% <V Vendor Lock Reduction
Environment R Vendor ithrough the adoption of open standards by 20yy.
B Plllar-4 Leverage Independence [Foster Vendor Independence 0.0484
| A\ Consensus-Based Open
Standards
Pillar-1 Establish Enabling Goal-4 Incorporate duce the time required to reconfigure system Accelerated Technology
[E A Environment I Innovation Promota Rapid innovation icapabliities by X within the nexty years. 4 Insertion 0.1053
™ Pillar-1 Establish Enabling Goal-13 Strengther| IApply security patches and updates to x% of .+ Hardened System
Environment H Security and Cyber imodules within h hours of release. Architecture
[7 Pillar-4 Leverage Resllience Strengthen Security and Cyber 0.0211
A\ Consensus-Based Open Resllience
Standards
I.é Pillar-5 Certify Conformance
™ Pillar-1 Establish Enabling F Goal-9 Support [Ensure systems can be scaled up or down by X% s Interoperable System
Environment G Scalability within m months of operational need. \4 Interfaces
[8 Support Scaablilty of Systems 0.1053

™ Plllar-2 Employ a Modular
Design

™ Pillar-3 Designate Modular
Interfaces

Primary Goals:

Interface Standardization: Ensure compatibility with
standard-issue bread slices and control systems

Modularity: Enable plug-and-play components (e.g.,
heating coils, crumb trays) for rapid maintenance and
upgrades
Secondary Enhancements:
Faster, more consistent toasting
Remote initiation and monitoring via secure satellite link
MOSA Adoption:

Focused on interchangeability and component-level
flexibility

Other pillars (e.g., cybersecurity, lifecycle affordability)
are considered but not prioritized

Business Benefits:

Reduced vendor lock-in through standardized,
swappable modules

Increased operational uptime via modular maintenance

Competitive sourcing enabled by open interfaces
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Target Values

Values maximizing interface standardization, com

liance, modularity, and integration

costrange:

Realizing Objectives ‘ Enabled Value Streams Classifler & CostRange
Kind

& costtotal cost !
currancylusp]

Value Measurements

Resource cost estimate
and range

T3 Obj-10 Foster Vendofiiz Plan - Acquisition Process Value Stream : Perform Alg Contract Management Capability Config

Medium

ag ost Avoldance Tal
mblin Wreck Comtract Efficiency

~reuse savings shortfall : currency[USD)
-missed early detection savings : currency{UsD]
-LCC reduction gap : Percentage

-malntenance savings gap : Percentage
-overall cost of ownership : currency[USD]

60000 §

—percent non vendor-neutral components : Percentage

T3 Obj—4 Promote Rapkd iy Plan Needs and Procesig- Cyb
'[§ Obj-7 Ensure InterchafeF Plan - Perform System Requirements Definition Prog
S Obj-6 Enable Plug-ai

Capabllity Config
Medium

7 Ramblin Wreck Risk and Securiy : Risk arlg
A Ramblin Wreck Interface Open-Standard

-number of vulnerabilities identified : Integer
-remalning risk after mitigation : Real
-percent interfaces not applying standard : Real

30000 §

T3 Ohj-9 Support Scalab i Plan - Business and Mission Analysis Value Stream : g Mission Engineering Capability Config

A, Ramblin Wreck Integration and Interopes -percent non plug-and-play components : Percentage
g time per

-average integration time : time[days]

-complexity of inegration tasks : Real

15000 §

-number of compatibility exceptions : Integer
-interoperability test failure rate : Real
—number of interoperability issues : Integer

&0 -integration time per component : time[hours]
&0 -average integration time : time[days]
&7 -complexity of integration tasks : Real
&7 -percent

2.0
122 10.0
3.0
0.0

cha ble ¢

: Percentage

ObJ-5 Achleve Cost 5475 Plan - Project Planning Process Value Stream : Perfagy Program Management Capabllity Config

A, Ramblin Wreck Barriers and Challenges T|
|2 Ramblin Wreck Cost Avoldance Target :
A, Ramblin Wreck Contract Efficiency : Contr

-count of unresolved Integration and business barriers : Integ
-reuse savings shortfall : currency[USD]

-missed early detection savings : currencylUSD]

-LOC reduction gap : Percentage

-malntenance savings gap : Percentage

-overall cost of ownership : currency[USD]

-percent non vendor-neutral components : Percentage

30000 §

Lower values
are better

Plan - Architecture Defnition Process Vakie Stream |g~ System Architecture Management Capabiliy Config

Low

2 Rambiin Wreck Inierface Open-Swndard g9 -percent interfaces not applying standard : Real

15000 § Real

T3 Obj-1 Achieve S“ME
I3 Obj-13 Strengthen Se|

Plan - Integration Process Value Stream : Perform Inlic System Integration Management Capability Config

Medium

2 Ramblin Wreck Integration and plug-and-ply + Percentage
-Integration time per component : time[hours]

-average integration time : time|days]

-complexiy of Integration tasks : Real

60000 §

-number of compatibllity exceptions : Integer
-interoperability test failure rate : Real

T3 Obj-6 Enable Plug-ai
[ Obj-4 Promote Rapkd|
T3 Obj-7 Ensure Inte

% Plan - Perform System Requirements Definition Procg Systems Englneering Capabiliity Config
Plan - Stakeholder Needs and Requirements Proces
Medium

-percent interfaces not applying standard : Real
-percent interface standard non-compliance : Real

mmmqemh mmm mhim mmd loes mmm et + Pommmm

|As Ramblin Wreck Interface Open-Standard|
| A Ramblin Wreck Barriers and Challenges
Ay Ramblin Wreck Risk and Security : Risk

-percent interfaces nat applying standard : Real
standard Wance : Real

30000 §

~number of vulnerabilities identified : Integer
-remalning risk after mitigation : Real

T3 Obj-13 Strengthen Se[ Plan - Integration Process Value Stream : Perform Ing Test and Evakiation Capability Config

High

A, Ramblin Wreck Integration and Interopera -percent non plug-and-play components : Percentage
&7 -integration time per component : time [hours]

|89 -average Integration time : time[days]

& -complexity of integration tasks : Real

&9 -percent non-Interchangeable components : Percentage
30 -number of compatibility exceptions : Integer

& -interoperability test failure rate : Real

30000 §

-number of interoperabiifty issues : Integer
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MOSA Dashboard

Model-based views tailored to stakeholder-specific concerns, enabling monitoring and sustainment of MOSA value delivery across

planning and execution phases.

Architecture Management [@ ]J

Operational
Where are the largest
gaps between desired

effects and actual
outcomes?

Planning

Enabling Resources Risk Exposure . .
Engineering

Which
measurements
are most
dependent on
specific data
sources, and
how reliable or
complete are

Measurement Data Source Reliability

those sources in
the current
statusing
phase?

Program Management
What enabling resources are at risk of not

achieving value based on cost range and desired
actual effect weighted measurements?

2028 /
2028 MOSA Pillar Value Achievement

/|

2028 MOSA Objective Value Achievement

y. 2028 Planned vs Statused Value Deltas

dl OD|e e goda
Statusing anc priars are being
ed ed o O oug
MOSA Value Trend
[
2030

2030 MOSA Pillar Value Achievement

2030 MOSA Objective Value Achievement

2030 Planned vs Statused Value Deltas

/
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Measurement Data
Source Reliability

Supports engineering-level concerns
by tracing measurements to their
data sources and computing a data
risk score based on completeness,

reliability, and measurement priority.

. Name

Relative Welght

Data Source.

Average
Completeness

Average
Reliability

DataRisk

average integration time

0.1183

& Gov Toaster Open System Architecture Assessment
5. Adherence Quantification Metric Table

X Gov Toaster Interoperability Cartification

8 Gov Toaster System Integration Assessment Report

E Gov Toaster Technology Readiness Assessment

High (0.043)

0.0

5.0

a

complexity of integration tasks

0.0717

& Gov Toaster Technology Readiness Assessment
5 Gov Toaster Open System

High (0.026)

BB 5. Adherence Quantification Metric Table
& Gov Toaster Interoperability Certification
& Gov Toaster System Integration Assessment Report

2

‘count of unresolved integration and business
barriers

0.0944

0 Gov Toaster Interoperability Cartification
& Gov Toaster Open System Architecture Assessment
8 Gov Toaster System Integration Assessment Report

=

integration time per component

0.1031

High (0.021)

8 Gov Toaster Technology Readiness Assessment
= Gov Toaster Open System

High (0.037)

|ER 5. Adherence Quantification Metric Table
8 Gov Toaster Interoperability Certification
3 Gov Toaster System Integration Assessment Report

interoperability test failure rate

0.0881

0 Gov Toaster Interoperability Certification
X Gov Toaster Open System Architecture Assessment
& Gov Toaster System Integration Assessment Report

High (0.020)

LCC reduction gap

0.0192

0 Gov Toaster Cost Analysis Requirements Description
0 Gov Toaster LCC Analysis Report
& Gov Toaster Vendor Lock-In Analysis

Low (0.001)

maintenance savings gap

0.026

& Gov Toaster Cost Analysis

Low (0.001)

= Gov Toaster LCC Analysis Report
& Gov Toaster Vendor Lock-In Analysis

missed early detection savings

0.026

& Gov Toaster Cost Analysis i riptis

Low (0.001)

& Gov Toaster LCC Analysis Report
3 Gov Toaster Vendor Lock-In Analysis

number of compatibility exceptions

0.0324

0 Gow Toaster Technology Readiness Assessment
X Gov Toaster Open System Architecture Assessment
5. Adherence Quantification Metric Table

Medium (0.011)

a

number of interoperability issues

0.0989

= Gov Toaster Technology Readiness Assessment

X Gov Toaster Open System Architecture Assessment
5. Adherence Quantification Metric Table

I Gov Toaster Interoperability Cartification

(A Gov Toaster System Integration Assessment Report

number of vulnerabilities identified

0.0038

High (0.036)

@ Gov Toaster Cybersecurity Compliance Matrix
@ Gov Toaster Mission-Based Cyber Risk Assessment
5 Gov Toaster RMF Security Package

Low (0.002)

overall cost of ownership

0.0122

& Gov Toaster Cost Analysis Requirements Description
& Gov Toaster LCC Analysis Report
0 Gov Toaster Vendor Lock-In Analysis

Low (0.001)

a

percent interface standard non-compliance

0.0299

|EE 5~ Adherence Quantification Metric Table

K Gov Toaster Open System Architecture Assessment
0 Gov Toaster Cybersecurity Compliance Matrix

5 Gov Toaster Interoperability Certification

(A Gov Toaster System Integration Assessment Report

percent interfaces not applying standard

0.0201

Medium (0.011)

E Adherence Quantification Metric Table

X Gov Toaster Open System Architecture Assessment
0 Gov Toaster Cybersecurity Compliance Matri

Low (0.006)

percant non plug-and-play components

0.0994

X0 Gov Toaster Vendor Lock-In Analysls

X Gov Toaster Open System Architecture Assessment
& Gov Toaster Intaroperability Certification

0 Gov Toaster System Integration Assessment Report
& Gov Toaster Technology Readiness Assessment

High (0.036)

percent non vendor-neutral components

0.0295

5. Adherence Quantification Metric Table
5. Adherence Quantification Metric Table

Medium (0.009)

X Gov Toaster Open System
& Gov Toaster Cybersecurity Compliance Matrix
& Gov Toaster Vendor Lock-In Analysis

k]

percent non-interchangeable components

0.0994

0 Gov Toaster Vendor Lock-In Analysls
& Gov Toaster Open System Architecture Assessment
& Gov Toaster Interoperability Certification
0 Gov Toaster System Integration Assessment Report
(& Gov Toaster Technology Readiness Assessment

5. Adherence Quantification Metric Table

High (0.036)

remaining risk after mitigation

0.0013

&) Gov Toaster Cybersecurity Compliance Matrix
& Gov Toaster Mission-Based Cyber Risk Assessment

Low (0.001)

a

reuse savings shortall

0.026

& Gov Toaster RMF Security Authorization Package
& Gov Toaster Cost Analysis i ripti

Low (0.001)

5 Gov Toaster LCC Analysis Report
8 Gov Toaster Vendor Lock-In Analysis
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Planned vs Statused
Value Deltas

Addresses operational concerns by
comparing actual and target
measurement values, computing
weighted deltas, and highlighting

performance gaps.

Actual values represent the
measurement of value delivery by
the enterprise at a specific point in

time within a given statusing phase.

# Measurement Type 1;;?‘:‘ :\l;:::' Delta ';z?;:: Weighted Delta
- : 10 11 -1 ¥ -0.11830944066627284
[i] perage integraton |5 imefdays] 0.1183 :
ime
3 I3-5 -0.5
B‘ lcomplexity of 9 Real r 0.0717 ¥ -0.035831251378252785
integration tasks
icount of unresolved B 4 -1 ¥ -0.09442193974743764
E\ integration and ¥ Integer 0.0944
business barriers
rtegration tme per 2 2.5 -0.5 ¥ -0.05156824133615906
4| [integ Per 0¥ timelhours] 0.1031
Icomponent
u Jos -95 ¥ -8.37207865760614
@ interoperability test ¥ Real 0.0881 e
failure rate
0 2 = ¥ -0.03834266043305256
@ LCC reduction gap |V Percentage 0.0192
. . 0 2 -2 ¥ -0.052080021467532565
imaintenance savings o™ PEI’CE"BQE 0.026 i
lgap
- 1000 -1000 ¥ -26.040010733766287
""“e‘? early. [¥ currency[USD] 0.026
Idetection savings
B TS
number of 3 5 -2 ¥ -0.06487684951560779
@ icompatibility [V Integer 0.0324
lexceptions
number of 1 4 -3 ¥ -0.2968198560506292
interoperability ¥ Integer 0.0989
———
number of 10 2 2 A 0.00756810229314695
vulnerabilities ¥ Integer 0.0038
identified
T00000 310000 |-10000
V¥ -121.77112457456823
joverall cost of ¥ currency[USD] 0.0122
ownership
percent interface 0 25 -25 ¥ -0.7484410798593981
standard ¥ Real 0.0299 é
non-comp e
percent interfaces o 40 -40 ¥ -0.8058295332671477
not applying [ Real 0.0201
standard
1
percent non o 30 -30 ¥ -2.9824061880339756
plug-and-play [V Percentage 0.0994
components
bercent non 0 25 -25 ¥ -0.738494412153599
endor-neutral [¥ Percentage 0.0295
components
percent o 35 -35 ¥ -3.479473886039638
Inon-interchangeable |[¥ Percentage 0.0994
components
— B 23 0-5 A 6.306751910955792E4
remaining risk after | paa 0.0013 -
Imitigation
5000 -5000
reuse savings m 0.026 ¥ -130.20005366883143

shortfall

¥ currency[USD] ‘|
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Addresses program management
concerns by ranking enabling
resources based on their cost range
and the weighted priority of their
desired effects, highlighting those at

greatest risk of not achieving value.

Desired mn sisk
* Realizing Value Enabling Value Stream | Exchibits Capability A Name Cost Range Deslres Achlevement Exposure | RiskRanking
Average u.mwwnu
Interchangeable Plan - Acquisition Contract Ramblin Wreck Cost Avoidance Target : Cost [0.0219 Low
T (9 Component Design i Process Value Stream : © Management |2 Avoidance l0.0295 b ow |
& Vendor Lock Reduction mkuum |y R Ramblin Wmd((bmnn Efficlency : Contracting
[ Imerchangeable Plan - Stakeholder Cybersecurlty IA RAmbh Wreck Risk and Securlty : Risk and Securkty [0-0025 T
‘Component Design Needs and or Risk N Ramblin Wreck Interface Open-Standard Adherence 0.025
T ocess Target : Standards and Compliance
(9 nsertion % Value Stream : Perform 9 omp
Plug-and-Play Stakeholder Needs and
B 9/ Componentinegration | Reduirements Process N rﬂ:r:::!r: RSk bo16e
Plan - Perform System Capabliity Config
Requirements Definition
Process Value Stream
I8 perform system
Requirements Definiton
Process
o Accelerated Technology|  Plan - Business and | 2 Misson Low |y Ramblin Wreck Imegration and interoperabily [6-0885 High
Insertion Misslon Analysis Value Engineering ission Targets : Integration and Interoperabliity
B o P ety [ s o sion S e o '
[ nt Integration 55
o Analysis Process —
Life Cyde Compettion | Plan - Project Planning [,c) Program Low | A, Ramblin Wreck Barriers and Challenges Targets ; 0.0944 Medium
g Induced Price i Process Valus Stream : Barriers and Challenges l0.0219
Reduction from Life Perform Project Planning] Program Ramblin Wreck Cost Avoldance Target : lo.0295
B | orcle CostTargetts) |  Process & Managemer: A e e eck Cost Avoldance Target : Cast 0.0814
[Fapablity Config Amuhmmmmnmm Contracting
- System ow Ramblin Wreck Interface Open-Standard 0025 v
5 (% Insertion - Definition Process Value |(©) Architecture . W'"ma ATirgel : Standards and Compliance Q
g Interoperable System Stream : Perform Management O [urchkee 0.0095
(¥ Interfaces Archi Definition "‘":gﬂ"‘ﬂg‘
Hardened System Plan - Integration System lium Ramblin Wreck Integration and Interoperability [0.0889 H
3 @' Architecture Process Value Siream : | - integraton, & m';'":g"“m |28 Targets : Integration and Interoperabillty . rgh |
Vendor Lock Reduction [ Perform Integration Assembly, Test,
(@ Vendor Process and Checkout [Capability Config
m— i
(¥ Component Design Requirements Defintion | Engineering |2 Target : Standards and Compliance 10.0944
Plug-and-P| Process Value Stream : Ramblin Wreck Barrlers and Challenges Targets : ~ [0-0025
d Curuqn;:mem::nglmn Perform System |28 Barriers and Challenges oo
o7 Accelerated Technology Pequirsments De nkior bystems | A\ Ramblin Wreck Risk and Security : Risk and Security
[7 [ 'nsertion S Engineering 0.0979
Plan - Stakeholder ICapabity Config
Needs and
Requirements Process
Value Stream : Perform
Stakeholder Needs and
Requirements Process
—
Hardened System Plan - Integration System A Ramblin Wreck Integration and Interoperability [0.0889 High
B (@' Architecture Process Value Stream : | -, Integration, Targets : Integration and Interoperabillty .
l&¥ Vendor Lock Reducton |- Perform Integration © assembly, Test,
Process and Checkout
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Addresses executive level concerns

and provides a summary of which

MOSA pillars, goals, and objectives

are being realized in a specific

statusing phase.

Not achieving value

means non-compliance.

+ A Name Planned Goals Planned Objectives Value Streams in Status Phase Status Value Stream Achieving Value M&':::"
R Goal-1 Improve Ohj-1 Achleve 2028 - Architecture Definition % No (2028 - % No
Interoperability 3 Seamiess Process Value Stream : Perform Definkion Process Value
Goal-5 Enable Cost Interoperabillity Architecture Definition Process Stream) |
iGeriy H Savings/Cost 0Ob)J-5 Achleve Cost 2028 - Project Planning Process % No (2028 - Project
[l Avoldance/Schedule| fZ Savings and Value Stream : Perform Project Planning Process Value
[Conformance | Reducton Schedule Reduction | Planning Process
Goal-13 Obj-13 2028 - Value Stream : % No (2028 - Integration
| & Security and Cyber | [ Security and Cyber o Perform Integration Process vma*u,.)
Resllience Resllience
5 gloI}—GmE’:HPbl.l; 5 (P)Ib]—E.:dm:‘I:y ;g:lmm Ks;qﬂrem:ms % No (2028 - System % No
ug-and-| ug-and-| ni ‘alue Stream : Perform
Capability Capability W System Requirements Definition Value Stream)
g Goak-7 Ensure Ob}-7 Ensure Process % No (2028 - Stakeholder
Designate 2028 - Needs and Needs and Requirements
[ Modular 5 Goak-9 Support of Components g Reauiremenss Value Stream : Value Stream)
Interfaces Scalabllity B gg]l;zlsuwp:fm ::rfbmqmum&:!{o"ae‘rs:luds and % No (2028 — Mission
Analysls Process Value
ms 2028 - Mission Analysis Process
Value Stream : Perform Business and
Mission Analysls Process
Goal-6 Enable Obj-6 Enable 2028 - System Requirements % No (2028 - System %No
8 Plug-and-Play [§ Plug-and-Play 22 Definition Value Stream : Perform Requirements Definition
Capability Capability System Requirements Definition Value Stream)
g Goak-7 Ensure Ob}-7 Ensure Process X No (2028 - Stakeholder
Employ 2 2028 - Needs and Needs and Requirements
Bl Modular f5 Goak-9 Support © of Components g Reauiremenss Value Stream : Value Stream)
Design Scalabllity 5 ;);Jl;zls“wp:fm ::mﬂ?:!:airs:luds and X No (2028 — Mission
Analysls Process Value
Systems 2028 - Mission Analysis Process Stream)
I Value Stream : Perform Business and
Mission Analysls Process
Goal-5 Enable Cost Obj-5 Achieve Cost 2028 - Project Planning Process % No (2028 - Project % No
B Savings/Cost [§ savings and [ Value Stream : Perform Project Planning Process Value
Schedule Planning Process
Reduction B Obj-4 Promote 2028 - suk:holder Needs and % No (2028 - Stakeholder |
B Goal-4 Rapld Stream : Needs and Requirements
Innovation ObJ-1 Achleve ::'f"lf"‘ s'lr:;mefs:'eeds and  |Value Stream)
g Goak-1 Improve | [§ Seamiess m‘;: rements Proce: X No (2028 - Architecture
- Process Value
Goal-6 Enable Obj-6 Enable Process Value Stream : Perform
R au:;;ln:v_pl.y B ::I.u:;:ﬁ:;my ::;:nnum Definition Process % No (2028 - System
Establish - System
[4 nabling | Goal-7 Ensure Obj-7 Ensure Definition Value s“"",,;;‘m":'"'" Value Stream)
m n % No (2028 - Mission
Goal-9 Support of Components ocess Analysls Process Value
H Scalability ObJ-9 Support 2028 - Misslon Analysls Process Stream)
R e e o
‘endor Process Value Stream)
Independ: =10 Fostel 2028 - I Process V:
Co:::i ;:xm" B sgjndi? ' o Stream :A::mquhm‘:n :n.:eu x:::«zuzs - Integration
| S Security and Cyber Independence o 2028 - Integration Value Stream : )
Resllience ObjJ-13 Strengthen Perform Integration Process
S Securlty and Cyber
Resilience
R Goal-1 Improve Obj-1 Achieve 2028 - Architecture Definition % No (2028 - ¥No
Interoperabllity [§ Seamless I Process Value Stream : Perform Definition Process Value
Goal-6 Enable Interoperabllity Architecture Defintion Process
[§ Plug-and-Play Obj-6 Enable 2028 - System Requirements % No (2028 - System
Capabliry [§ Plug-and-Play T Definition Value Stream : Perform Requirements Definition
I Goal-7 Ensure Capability System Requirements Definition Value Stream)
poverage g™ inerchangeabiity |  Ob}-7 Ensure Process % No (2028 - Stakeholder
B bsed Open Goal-10 Foster 2028 - Needs and Needs and Requirements
Standards | ¢ Vendor of Components Requirements Value Stream : |Value Stream) |
Independence 0Obj-10 Foster Perform Stakeholder Needs and ¥ No 2028 - Acquisiion |
Goal-13 Strengthen| F§ Vendor Requirements Process Process Value Stream)
E Security and Cyber Independence 2028 - Acquisition Process Value [% No (2028 - Integration (2028 - Integration
Resilience Obj-13 Strengthen Stream : Perform Acquisition Process Value Stream)
S Security and Cyber 2028 Integration Value Stream :
Perform Process




Cost-Benefit Tradespace

Lower desired, target values or invest more in enabling resources?

# | 2 Name Measure Metric
18 A4 Barriers and Challenges I
2 E /% Ramblin Wreck Barriers and Challenges Targets
3 F count of unresolved integration and business barriers 3 IIE Integer
4 |B £ Contracting Efficiency
5 [ = A Ramblin Wreck Contract Efficiency
6 & percent non vendor-neutral components 0 |m Percentage
I costrange : cost.total cost ! B A{ Cost Avoidance
% ~ Classifier e 2 CostRange | B3 :currency 8 5] &Lamblin Wreck Cost Avoidance Target o
Kind [UsD] Relaxed 9 & LCC reduction gap 0.75 [¥ Percentage
1A Contract Management Capability F Planning Contract Management Medium 60000 5 10 i F maintenance savings gap 0.75 [¥ Percentage
Config Capability Config ta rg et 11 F missed early detection savings 500 M currency[USD]
2 @ Cybers_e_curitv Risk Management @F Planning Cybersecur_i\y Risk Medium 30000 § 12 F overall cost of ownership 305000 3 currency(USD]
C?pa.bllltv C.unﬁg‘ = Management Capability Config Va I u eS 13 & reuse savings shortfall 1000 3 currency[USD]
3 G g Engineering Capabity - g Planning Misson Engincering ., 15000 5 14 T TR T I
- ) 15 =] Ramblin Wreck Integration and Interoperability Targets
4 g Eruongr:';m Management Capability < El:n:mﬁ Prgg;:; Management Low 30000 § 16 AFW ™ ﬁ eTaave]
s s évstemr Architecture Management < Planning System Architecture | 25000 5 7] & complexity of integration tasks 3 3 Real
apability Config Management Capability Config 18 E pisgrgtion time per component 2 A Umelhours
. System Integration Management Planning System Integration 19 interoperability test failure rate 1 & Real
6 | Capablity Config O Capabilty config pedium 90000 5 20 —%ﬁm— TETTETS T A
7 |e ?;s;z;ﬂs Engineering Capability < EEn:LTQ S;E(t;?s Engineering 0 hiim 45000 5 ;; I F number of interoperability issues : 3 E Irne(:tcg:r:mge
8 |g 'Cfiztﬁ;nd Evaluation Capability F(I’:I:::Lr:ﬁt;rzs;n;;d Evaluation High 30000 % ;j .E| i R.f p:’csem n_(;\:rmterchanqeab\e components 0 [¥ Percentage
isk and Securil
25 B /% Ramblin Wreck Risk and Security
26 F number of vulnerabilities identified 10 |m Integer
27 | F remaining risk after mitigation 3 |E Real

28 B A¢ Standards and Compliance

Ta rg etS u nchang ed - aChieVa ble 29 E /4 Ramblin Wreck Interface Open-Standard Adherence Target

30 F percent interface standard non-compliance [i] E Real

through increased funding 31 Fnercem interfaces not applying standard 0 [¥ Real
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MOSA Value
Trend

Provides a high-level snapshot of
value achievement across value
streams and enabling resources

over time.

MNarme Value Status Value Streams Achieving Value Actual Enabling Resources Achieving Value
Ramblin Wreck | X No X No (2028 - Acquisition Process Value Stream) | X No (2028 Contract Management Capability
2028 MOSA X No (2028 - Architecture Definition Process Config)

Value Status Value Stream) X No (2028 Sys Arch Mgmt Capability Config)
X No (2028 - Project Planning Process Value X No (2028 Program Management Capability
Stream) Config)
X No (2028 - Stakeholder Needs and X No (2028 Cybersecurity Risk Management
Requirements Value Stream) Capability Config)
X No (2028 - Mission Analysis Process Value X No (2028 Systems Engineering Capability
Stream) Config)
X No (2028 - Integration Value Stream) X No (2028 Mission Engineering Capability
X No (2028 - System Requirements Definition |Config)
Value Stream) X No (2028 System Integration Management
Capability Config)
X No (2028 Test and Evaluation Capability
Config)
Ramblin Wreck [V Yes v/ Yes (2030 - Acquisition Process Value v/ Yes (2030 Contract Management Capability
2030 MOSA Stream) Config)
Value Status v ¥es (2030 - Architecture Definition Process |V Yes (2030 Sys Arch Mgmt Capability Config)

Value Stream)

v ¥eg (2030 - Integration Value Stream)

v ves (2030 - Mission Analysis Process Value
Stream)

v ¥es (2030 - Project Planning Process Value
Stream)

v Yes (2030 - Stakeholder Needs and
Requirements Value Stream)

v ves (2030 - System Requirements Definition
Value Stream)

v Yes (2030 System Integration Management
Capability Config)

v Yes (2030 Test and Evaluation Capability
Config)

v yes (2030 Mission Engineering Capability
Config)

v Yes (2030 Program Management Capability
Config)

v/ Yes (2030 Cybersecurity Risk Management
Capability Config)

v Yes (2030 Systems Engineering Capability
Config)
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A Modular Open Systems Approach (MOSA) is “an integrated business and technical strategy to achieve competitive and affordable
acquisition and sustainment over the system lifecycle.”

Value delivery and measurement provide a practical lens for assessing MOSA compliance.
“What gets measured gets managed; what’s measured and acted upon gets done.”
The MOSA Domain Overlay (DO) offers defensible, justifiable metrics and target values to:
Optimize MOSA value
Assess value achievement across the system lifecycle
Originally developed for MOSA, the framework is generalizable for enterprise-wide value measurement.
Next Steps
Expand validation rules to improve model consistency
Apply the framework to additional acquisition scenarios
Grow the library of goals, objectives, benefits, resources, and measurements
Strengthen semantic relationships for enhanced traceability

Improve information discovery across lifecycle phases
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Abstract

Overview. Various agencies in the Department of Defense (DoD) are supplementing or transforming their acquisition process to a model-based approach, specifically submission of a Model-Based Request for Proposal (RFP) Package by
a DoD program office and response from a supplier in the form of a Model-Based Proposal. However, there is no standard approach for creating either. The Model-Based Acquisition User Group Community within the Object Management
Group (OMG) is addressing this gap by standardizing approaches, patterns, and reference architectures in the context of Model-Based Acquisitions to aid in the creation of Model-Based RFPs and Model-Based Proposals. Additionally,
this effort includes the assessment or evaluation of a solution architecture description as part of a Model-Based Proposal. This assessment, known as a Domain Overlay, addresses various engineering domain concerns, such as Modular
Open Systems Approach (MOSA), Cyber Security, and Nuclear Surety. The first concern to be standardized through a Domain Overlay is assessing the compliance of an architecture with MOSA statutes, policies, and regulations.

Problem. Developing a system architecture that embodies MOSA principles is not an easy task. MOSA is defined as “an integrated business and technical strategy to achieve competitive and affordable acquisition and sustainment over
the system lifecycle.”

DoD programs must comply with U.S.C Title 10 §4401, which codifies MOSA into law, as well as many other related and derived statutes, policies, and guidance. The blessing and the curse of how the law is written results in the
determination of “maximum extent practicable” and how to assess compliance of an architecture being left up to the program.

MOSA principles, such as design modularity and interface standardization and openness, are key in assessing MOSA compliance of an architecture. However, an architecture with higher modularity and openness isn’t always better. The
technical decisions made to achieve high modularity and interface openness can sometimes compromise competitive and affordable lifecycle sustainment. Conversely, a pragmatic MOSA approach that balances technical and business
decisions can result in effective, affordable, and sustainable systems. Therefore, compliance depends on transparent business and technical decisions that achieve and sustain the desired MOSA benefits. Acquisition programs need a
clear approach to measure success and ensure compliance with MOSA law.

Approach and Methods. In collaboration with the Model-Based Acquisition User Group Community and the NDIA Systems Engineering Division Architecture Committee, work is underway in the development of a MOSA Domain Overlay to
aid acquisition programs in the assessment of how well a program, inclusive of RFP and solution architecture models, applies MOSA principles and ultimately complies with U.S.C Title 10 §4401 by leveraging business architecture
concepts and principles. From this perspective, any assessment of MOSA compliance is specific to how the program and its organization wants to optimize the value proposition, i.e. benefit against cost, of a MOSA. The selection of the
specific types of metrics and assignment of target values to assess how effectively an organization is in delivering the MOSA value proposition is highly contextual and requires defensible justification meaning a framework is needed that
unifies business and technical considerations.

The MOSA Domain Overlay is a repeatable model-based framework compatible with MBSE languages and practices. Key components of the framework include:
. An ontology defining business and technical concepts and their relationships necessary for measuring value delivery.

. A project assessment model pattern based on the Unified Architecture Framework (UAF), implementing the ontology as a business architecture.

. A library pattern for reusable elements such as objectives, benefits, capabilities, and resources, and traceability relations hips between them.

. Methods for normalizing program artifacts, such as architecture models, cost estimates, and risk registers, into common, unambiguous views.

. Algorithms for calculating MOSA value delivery across organizational levels.

. Guided workflows, accessible via fit-for-purpose views, to support program-specific overlay development.

. Tool-specific validation rules to ensure consistent creation and application of the overlay.

. Dashboards for monitoring and sustaining MOSA value delivery, with drill-down insights.

This presentation will demonstrate the framework’s utility through a notional acquisition scenario and show how it addresses the challenges of MOSA compliance within DoD acquisition programs.





